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EXPOSE DES MOTIFS

1. CONTEXTE DE LA PROPOSITION
. Justification et objectifs de la proposition

Des mesures uniformes en matiére de contrdle aux frontieres extérieures! constituent un
¢lément essentiel pour assurer le bon fonctionnement de 1’espace de I’UE sans contrdles aux
frontiéres intérieures (ci-apreés 1’«espace Schengen»), ainsi que pour garantir la sécurité
intérieure de I’UE.

La gestion solide et efficace de ces frontiéres extérieures renforce également la politique
globale de I’UE en matiere d’asile et de migration, car elle permet de veiller a ce que les
ressortissants de pays tiers soient orientés vers les procédures adéquates, dans le plein respect
de leurs droits fondamentaux.

La mise en place de vérifications systématiques aux frontieres et de documents de voyage
hautement sécurisés facilite 1’entrée et le séjour légitimes tant pour les citoyens de 1’Union
que pour les ressortissants de pays tiers, tout en garantissant le maintien de la sécurité au
moyen de contrbles d’identité appropriés, par la vérification des documents et la consultation
des bases de données afin de déterminer les risques potentiels pour la sécurité.

Depuis I’entrée en vigueur du code frontiéres Schengen en 20062, des progrés considérables
ont été accomplis dans la normalisation des contrdles aux frontiéres extérieures. Toutefois, en
raison de I’émergence de nouvelles technologies et des systémes d’information & grande
échelle utilisés a ces frontiéres, ainsi que de 1’augmentation significative des flux de
voyageurs, ’environnement dans lequel les vérifications aux fronticres sont effectuées a
considérablement changé.

Depuis I’entrée en vigueur du réglement (UE) 2017/458 qui a renforcé les vérifications dans
les bases de données pertinentes aux frontiéres extérieures de 1’espace Schengen?®, les citoyens
de I’Union font également 1’objet de vérifications systématiques lors du franchissement de ces
frontiéres extérieures, ce qui entraine des délais d’attente plus longs, mais une sécurité accrue,
comme en témoigne la hausse des réponses positives dans les bases de données pertinentes.
Les ressortissants de pays tiers sont soumis a ces vérifications a I’entrée et a la sortie depuis
I’entrée en vigueur du code frontieres Schengen.

Les vérifications aux frontieres comprennent la vérification de I’identité et de la nationalité
des personnes, la vérification de la validité et de 1’authenticité de leurs documents de voyage
ainsi que des vérifications dans les bases de données pertinentes, en particulier dans le

Par «frontiéres extérieures», on entend les frontieres extérieures de 1’espace Schengen.

2 Réglement (CE) n° 562/2006 du Parlement européen et du Conseil du 15 mars 2006 établissant un code
communautaire relatif au régime de franchissement des frontiéres par les personnes (code frontiéres
Schengen) (JO L 105 du 13.4.2006, p. 1).

3 Reglement (UE) 2017/458 du Parlement européen et du Conseil du 15 mars 2017 modifiant le

reglement (UE) 2016/399 en ce qui concerne le renforcement des vérifications dans les bases de

données pertinentes aux frontieres extérieures (JO L 74 du 18.3.2017, p. 1).
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systeme d’information Schengen, la base de données d’Interpol sur les documents de voyage
volés ou perdus (SLTD) et certaines bases de données nationales®.

Pour les ressortissants de pays tiers, il est également vérifié que les conditions d’entrée sont
remplies et qu’une entrée est enregistrée dans le systéme d’entrée/de sortie®, qui devrait étre
mis en service en 2024. Ces conditions d’entrée portent, entre autres, sur la possession d’un
visa ou d’une autorisation de voyage en cours de validité, justifiant I’objet du voyage et les
moyens de subsistance.

Ces derniéres années, le nombre de personnes franchissant les frontiéres extérieures n’a cessé
d’augmenter pour atteindre un niveau proche de celui d’avant la pandémie. En 2019,
605 millions de franchissements des fronti¢res extérieures ont été enregistrés, tandis qu’en
2020, ce chiffre est tombé a 186 millions. En 2023, 593 millions de franchissements ont été
enregistrés au total; 65 % de ces franchissements ont eu lieu aux frontieres aériennes, 31 %
aux frontiéres terrestres et les 4 % restants aux frontiéres maritimes®. Le fait que plus d’un
demi-milliard de passagers entrent dans I’'UE ou en sortent chaque année met ses frontiéres
extérieures a rude épreuve. Des volumes élevés de voyageurs constituent un defi pour les
autorités chargées d’effectuer les contrdles aux frontieres extérieures, ainsi que pour tous les
voyageurs qui franchissent quotidiennement ces frontieres.

Compte tenu de la pression exercée sur les processus de vérification aux frontieres
extérieures’, conjuguée a des taux de numérisation variables® d’un Etat membre a 1’autre, de
nouveaux défis apparaissent, tels que des risques en matiére de sécurité et une gestion
inefficace des frontieres, ainsi que des obstacles a la fluidité des déplacements
transfrontaliers.

L’absence de procédures (entierement) numérisées ainsi que 1’augmentation des volumes de
voyageurs ont entrainé un allongement des délais d’attente aux points de passage frontaliers.
Que ce soit pour entrer dans 1’espace Schengen ou en sortir, les voyageurs sont tenus de
présenter physiquement leurs documents de voyage a tous les points de passage des frontiéres
extérieures, soit aux autorités frontalieres pour vérification manuelle, soit aux portes
électroniques. Méme en cas d’utilisation de portes électroniques, un agent de 1’autorité
frontaliere est tenu de superviser le processus et de prendre une décision concernant
I’admission ou le refus d’entrée (ou le refus de sortie).

4 Reglement (UE) 2016/399 du Parlement européen et du Conseil du 9 mars 2016 concernant un code de
I’Union relatif au régime de franchissement des frontiéres par les personnes (code frontieres Schengen)
(JO L 77 du 23.3.2016, p. 1).

5 Réglement (UE) 2017/2226 du Parlement européen et du Conseil du 30 novembre 2017 portant création
d’un systéme d’entrée/de sortie (EES) pour enregistrer les données relatives aux entrées, aux sorties et
aux refus d’entrée concernant les ressortissants de pays tiers qui franchissent les frontiéres extérieures
des Etats membres et portant détermination des conditions d’accés a I’EES a des fins répressives, et
modifiant la convention d’application de 1’accord de Schengen et les réglements (CE) n° 767/2008 et
(UE) n°1077/2011 (JO L 327 du 9.12.2017, p. 20).

6 Statistiques fournies par I’ Agence européenne de garde-frontiéres et de garde-cotes (Frontex).
7 SWD(2022) 422 final, p. 3.
8 Indice relatif a I’économie et a la société numériques (DESI): The Digital Economy and Society Index

(DESI) | Shaping Europe’s digital future (europa.cu).
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Les transporteurs qui acheminent des passagers a destination et en provenance du territoire de
I’UE et de I’espace Schengen rencontrent également des difficultés et sont touchés par les
volumes élevés de voyageurs et par la nécessité de vérifier manuellement les données
relatives aux voyageurs. A ’instar des délais d’attente, les délais de traitement par passager
(vérification de I’identité, inspection des documents de voyage, consultation des bases de
données, etc.) se sont eux aussi allongés avec 1’introduction des vérifications systématiques et
approfondies, vérifications qui n’en restent pas moins cruciales pour la sécurité.

Etant donné que les vérifications aux frontiéres tant pour les citoyens de I’Union que pour les
ressortissants de pays tiers ne sont effectuées qu’une fois que le voyageur arrive au point de
passage frontalier physique et présente un document de voyage physique, les autorités ne sont
pas en mesure de vérifier a I’avance si la personne concernée (a 1’exception des titulaires de
visa) posséde un document de voyage en cours de validité et si celui-ci est authentique. Dans
le cas des ressortissants de pays tiers, les autorités frontalieres ne sont pas en mesure de
vérifier a I’avance s’ils remplissent les conditions d’entrée.

La communication de la Commission de 2021 sur une stratégie Schengen® a présenté les plans
de la Commission européenne visant a poursuivre la numérisation des procédures aux
frontiéres extérieures de 1’espace Schengen, notamment une initiative concernant la
numeérisation des documents de voyage et la facilitation des déplacements.

L’objectif est de contribuer a un espace de liberté, de sécurité et de justice plus sir, de
renforcer la politique commune de I’UE en matiére de gestion des frontic¢res extérieures et de
faciliter les déplacements tant pour les citoyens de I’Union que pour les ressortissants de pays
tiers qui remplissent les conditions d’entrée. Plus concrétement, il est nécessaire d’accroitre la
sécurité dans 1’espace Schengen et dans I’'UE et de permettre aux voyageurs de franchir les
frontiéres de maniére plus fluide et plus rapide.

Par conséquent, la présente proposition de reglement vise i) a établir une norme uniforme
pour les authentifiants de voyage numériques et a créer une application commune de I’UE
(Papplication de voyage numérique de I’'UE) pour les utiliser, ii) @ permettre aux personnes
d’utiliser des authentifiants de voyage numériques pour franchir les fronticres extérieures
aériennes, terrestres et maritimes sur la base d’une solution technique uniforme au niveau de
I’UE, et ii1) a permettre aux autorités frontalieres d’effectuer des vérifications sur la base de
ces authentifiants, afin de réduire les goulets d’étranglement et les délais d’attente aux points
de passage frontaliers.

En introduisant la possibilité, pour les voyageurs, de disposer d’une version numérique de leur
document de voyage et de la transmettre au moyen d’une application en vue de sa vérification
en amont du voyage, les passagers pourraient passer les contrdles aux frontiéres de maniére
plus fluide.

La possibilité, pour les autorités frontalieres, de recevoir a I’avance la version numérique des
documents de voyage leur permettrait d’effectuer les vérifications en amont et de concentrer
ainsi leurs ressources sur une meilleure détection de la criminalité transfrontiére et de la

9 Communication de la Commission au Parlement européen et au Conseil intitulée «Stratégie pour un
espace Schengen pleinement opérationnel et résilient» [COM(2021) 277 final].
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migration irréguliére. Aujourd’hui, la situation est telle que, tandis que les volumes de
passagers continuent d’augmenter et que les autorités sont tenues d’effectuer toutes les
vérifications au moment du franchissement effectif de la frontiere, la capacité des autorités a
gérer les ressources, a procéder a un filtrage préalable (pour se concentrer sur les profils a
risque) et a detecter la migration irréguliére et les formes de criminalité transfrontiere (comme
la traite des €tres humains ou le trafic de migrants) n’est pas totalement optimisée. De plus,
alors que les garde-fronti¢res sont tenus de vérifier I’authenticité et 1’intégrité des données
stockées sur la puce des documents de voyage'?, cette étape n’est pas toujours respectée, en
raison de pics de voyageurs et de dysfonctionnements techniques'!. Dans ces cas, les garde-
frontiéres s’appuieront davantage sur une inspection manuelle des ¢léments de sécurité
physiques du document!?. Les éléments de sécurité physiques sont plus susceptibles d’étre
manipulés que les données électroniques stockées sur la puce du document, ces données étant
protégées par la signature numérique de 1’autorité de délivrance.

Il est important de prévenir ces risques étant donné que la fraude documentaire joue un réle
essentiel dans la criminalité transfrontiere, ce qui a une incidence sur la sécurité intérieure de
I’UE. Rien qu’en 2023, les autorités nationales ont détecté plus de 17 000 fraudeurs utilisant
ou ayant en leur possession plus de 22 000 documents frauduleux'®. En procédant a la
vérification préalable de 1’authenticité et de 1’intégrité¢ des documents de voyage permise par
I’utilisation d’authentifiants de voyage numériques, les autorités frontaliéres disposeront de
plus de temps et de ressources pour se concentrer sur les profils a risque, détecter les
documents frauduleux et prévenir la migration irréguliere et la criminalité transfrontiére.

Les documents de voyage modernes, a savoir ceux délivrés par les Etats membres de I’UE et
la plupart des pays tiers, comportent déja une puce sans contact et offrent un niveau de
sécurité élevé, mais les données contenues dans cette puce ne peuvent actuellement pas étre
utilisées de maniére suffisante pour le traitement a distance dans I’UE.

10 Article 8, paragraphe 2, deuxiéme alinéa, article 8, paragraphe 3, pointa), i), deuxieme alinéa, et
article 8, paragraphe 3, point g), i), deuxiéme alinéa, du code frontieres Schengen.
1 Cela a été observé dans plusieurs évaluations Schengen récentes.

12 Des manquements ont aussi été observés lors des évaluations Schengen en ce qui concerne 1’inspection

physique des documents de voyage dans plusieurs Etats membres. Ces manquements peuvent étre dus a
des capacités insuffisantes, en particulier pendant les périodes de pointe, a un manque de formation ou a
un manque d’équipement d’inspection.

13 Sur la base des données communiquées par I’ Agence européenne de garde-frontieres et de garde-cotes

dans son document intitulé «European Union Document Fraud, Risk Analysis for 2023» (fraude
documentaire dans I’Union européenne, analyse des risques pour 2023).

Le terme «documents frauduleux» est un terme générique qui englobe les documents falsifiés, les
documents contrefaits et les documents authentiques utilisés par une personne autre que le titulaire

légitime (imposture/fraude basée sur la ressemblance).
Par «documents contrefaits», on entend des documents qui ont été produits de fagon illicite a partir de
rien afin d’imiter fidélement un document authentique.

Par «documents falsifiés», on entend des documents qui ont été délivrés par une autorité Iégitime, mais
qui ont ensuite été¢ altérés d’une manicre ou d’une autre de facon illicite, par exemple en modifiant la
photo, des pages ou des données ou en compromettant les cachets d’entrée/de sortie. Outre les
passeports et les cartes d’identité, ces chiffres incluent les titres de séjour et les visas.
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L’Organisation de 1’aviation civile internationale (OACI) a déja entamé en 2016 des travaux
sur la numérisation des documents de voyage, en vue de faciliter les voyages aériens. Cette
représentation numeérique de I’identité de la personne qui découle d’un document de voyage
existant, désignée dans le contexte de OACI par le terme «authentifiant de voyage
numériquey, est essentiellement une copie des données a caractére personnel (a I’exclusion
des empreintes digitales) figurant sur la puce d’un document de voyage, et elle peut étre
stockée de maniére sécurisée (sur un téléphone mobile, par exemple) aux fins d’un usage
unique ou multiple. L’authentifiant de voyage numérique peut étre partagé avec d’autres
parties prenantes, telles que les autorités frontaliéres et les transporteurs, au moyen d’une
interface (une application mobile, par exemple) avant le voyage, notamment pour
I’enregistrement préalable des données, par exemple dans le systéme d’entrée/de sortie, ou a
des fins de collecte et de de transmission d’informations préalables sur les passagers. La
premicre version de la norme technique de I’OACI relative aux authentifiants de voyage
numériques'* a déja été finalisée et a fait ’objet de projets pilotes.

Les projets pilotes en cours, financés par I’'UE™®, sur I’utilisation aux frontiéres extérieures
d’authentifiants de voyage numériques fondés sur la norme technique de I’OACI ont montré
la valeur ajoutée incontestable de I’intégration de leur utilisation dans le cadre des
déplacements transfrontiéres. Les autorités disposent ainsi de plus de temps pour traiter les
données relatives aux voyageurs individuels (avant méme leur arrivée), tandis que les délais
d’attente et de traitement par voyageur au point de passage frontalier physique peuvent étre
considérablement réduits'®, la plupart des vérifications ayant été effectuées en amont du
voyage.

D’une maniere générale, I'initiative de I’'UE concernant la numérisation des documents de
voyage et la facilitation des déplacements offre la possibilité d’améliorer 1’expérience de
voyage pour les voyageurs individuels et d’accroitre la sécurité en permettant aux autorités
frontaliéres d’effectuer des vérifications a I’avance et différemment, a savoir sur la base des
données numériques figurant dans les documents de voyage présentés par les voyageurs avant
leur déplacement. La présente proposition soutient en outre la mise en ceuvre du systeme
d’entrée/de sortie en permettant aux ressortissants de pays tiers de pré-enregistrer leurs
données a distance, plutot que de les enregistrer une fois qu’ils arrivent au point de passage
frontalier physique. Les délais d’attente aux points de passage frontaliers physiques seront
ainsi réduits et les autorités frontaliéres disposeront de plus de temps pour effectuer les
vérifications nécessaires.

. Cohérence avec les dispositions existantes dans le domaine d’action

L’introduction et la mise en ccuvre d’authentifiants de voyage numériques dans le cadre des
verifications aux frontiéres sont cohérentes avec plusieurs grandes initiatives politiques ainsi

14 Digital Travel Credentials (DTC), Virtual Component Data Structure and PKI Mechanisms, Technical
report version 1.2, octobre 2020.

15 L’article «Finland and Croatia are testing digital travel credentials in external border traffic in a DTC
Pilot project», sur le site de la police des frontieres finlandaise, 3.2.2023, consultable en ligne a
I’adresse: https://raja.fi/-/suomi-ja-kroatia-kokeilevat-digitaalisen-matkustusasiakirjan-kayttoa-

ulkorajaliikenteessa-dtc-pilottiprojektissa?languageld=en_US, ou [I’article «Dutch participation in
European DTC pilot», sur le site du gouvernement néerlandais, 27.10.2023, consultable en ligne a
I’adresse: https://www.government.nl/documents/publications/2023/02/23/dtc.

16 Voir le rapport d’analyse d’impact [SWD(2024) 671 final] pour de plus amples informations.
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qu’avec les évolutions récentes dans le domaine de la politique commune de I’UE en matiére
de frontieres extérieures:

le réglement récemment adopté sur les visas numériques®’: les authentifiants de
voyage numériques pourraient étre utilisés, par les demandeurs de visa, pour
préremplir leur demande de visa et, par les autorités compétentes, pour verifier en
amont du voyage que la personne posséde bien un visa en cours de validité;

le systeme européen d’information et d’autorisation concernant les voyages
(ETIAS)8: les authentifiants de voyage numériques pourraient étre utilisés, par le
voyageur, pour préremplir sa demande d’autorisation de voyage et, par les autorités
compétentes, pour Vérifier en amont du voyage que la personne posséde bien un
document de voyage en cours de validité;

le systtme d’entrée/de sortie (EES)!°: les authentifiants de voyage numériques
peuvent étre utilisés par le voyageur pour pré-enregistrer a distance les données de
voyage nécessaires dans le cadre de I’EES, ce qui lui permet de réduire le temps
passé aux points de passage frontaliers;

la proposition de reglements relatifs aux informations préalables sur les
passagers (API): les transporteurs aériens seront tenus de collecter les données des
documents de voyage dans le cadre des APl de maniére automatisée, afin de
garantir I’exactitude des données. Les authentifiants de voyage numériques, entre
autres types d’authentifiants numériques vérifiables, pourront étre utilisés par les
transporteurs pour cette collecte automatisée, ce qui permettra de disposer de
données exactes et fiables.

La valeur ajoutée des authentifiants de voyage numériques aux fins de I’EES et des API, en ce
qu’ils permettent le traitement a distance et une plus grande exactitude des données, se
concrétisera immédiatement avec 1’adoption du présent reglement.

Enfin, la proposition contribue a poursuivre le développement de la gestion européenne
intégrée des frontiéres en introduisant des normes uniformes pour une gestion plus efficace et
plus efficiente des frontiéres extérieures.
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Reglement (UE) 2023/2667 du Parlement européen et du Conseil du 22 novembre 2023 modifiant les
réglements (CE) n° 767/2008, (CE) n° 810/2009 et (UE) 2017/2226 du Parlement européen et du
Conseil, les réglements (CE) n° 693/2003 et (CE) n° 694/2003 du Conseil ainsi que la convention
d’application de I’accord de Schengen, en ce qui concerne la numérisation de la procédure de demande
de visa (JO L, 2023/2667, 7.12.2023).

Réglement (UE) 2018/1240 du Parlement européen et du Conseil du 12 septembre 2018 portant
création d’un systéme européen d’information et d’autorisation concernant les voyages (ETIAS) et
modifiant les reglements (UE) n° 1077/2011, (UE) n°515/2014, (UE) 2016/399, (UE) 2016/1624 et
(UE) 2017/2226 (JO L 236 du 19.9.2018, p. 1).

Réglement (UE) 2017/2226 du Parlement européen et du Conseil du 30 novembre 2017 portant création
d’un systéme d’entrée/de sortie (EES) pour enregistrer les données relatives aux entrées, aux sorties et
aux refus d’entrée concernant les ressortissants de pays tiers qui franchissent les frontieres extérieures
des Etats membres et portant détermination des conditions d’accés & I’EES a des fins répressives, et
modifiant la convention d’application de ’accord de Schengen et les réglements (CE) n°® 767/2008 et
(UE) n°1077/2011 (JO L 327 du 9.12.2017, p. 20).

FR



FR

. Cohérence avec les autres politiques de I’Union

La présente proposition est accompagnée d’une proposition de la Commission concernant un
réglement du Conseil relatif a la délivrance d’authentifiants de voyage numériques basés sur
la carte d’identité et aux normes techniques s’y rapportant?’. La norme technique applicable
aux authentifiants de voyage numériques fondés sur un passeport devrait étre la méme que
celle applicable aux authentifiants de voyage numériques fondés sur une carte d’identité de
I’UE afin que ces deux types d’authentifiants puissent étre interopérables et utilisés aux fins
du franchissement des frontiéres extérieures.

La présente initiative répond a la tendance mondiale a la numérisation ainsi qu’a I’évolution
des attentes des voyageurs, désireux de formalités de voyage toujours plus rapides et plus
fluides, en atteignant les objectifs clés de la stratégie pour une Europe numérique présentee
par la Commission en 2020, qui vise a garantir I’intégrité et la résilience de I’infrastructure de
données de I’UE et a soutenir I’adoption de technologies qui amélioreront véritablement la vie
quotidienne des citoyens. Elle soutient également la boussole numérique pour la décennie
numérique de I’UE, qui s’articule autour de quatre axes principaux, dont 1'un est la
numeérisation des services publics (1’objectif spécifique étant que 80 % des citoyens utilisent
une identité numérique d’ici la fin de 20302%). Dans la déclaration européenne sur les droits et
principes numériques??, la Commission et les colégislateurs se sont engagés a veiller a ce que
les personnes vivant au sein de I’UE se voient offrir la possibilité d’utiliser une identité
numérique accessible, facultative, sire et fiable. La proposition de réglement honore cet
engagement.

Enfin, I’initiative et la mise en ceuvre des authentifiants de voyage numériques dans I’UE sont
étroitement liées aux avancées en cours concernant 1’identit¢é numérique européenne et le
portefeuille européen d’identit¢é numérique?. Les authentifiants de voyage numériques
pourraient ainsi €tre stockés dans le portefeuille européen d’identité numérique de 1’intéressé
avec son permis de conduire, ses prescriptions médicales et d’autres documents en format
numeérique, et constituer une attestation électronique pouvant servir a d’autres fins que les
déplacements, par exemple comme picce d’identité numérique pour les démarches effectuées
tant a distance qu’en personne.

2. BASE JURIDIQUE, SUBSIDIARITE ET PROPORTIONNALITE
. Base juridique

La proposition est fondée sur I’article 77, paragraphe 2, points b) et d), du traité sur le
fonctionnement de 1’Union européenne (TFUE).

2 Réglement (UE) XXXX/XXXX du Conseil du XXX relatif a la délivrance d’authentifiants de voyage
numériques basés sur la carte d’identité et aux normes techniques s’y rapportant JO L [...] du [...], p.
[...], ELI: XXXX).

2 Décennie numérique de 1’Europe: objectifs numériques pour 2030 | Commission européenne
(europa.eu).

2 JO C 23 du 23.1.2023, p. 1.

3 Reglement (UE) 2024/1183 du Parlement européen et du Conseil du 11 avril 2024 modifiant le

réglement (UE) n® 910/2014 en ce qui concerne 1’établissement du cadre européen relatif a une identité
numérique (JO L, 2024/1183, 30.4.2024).

FR


https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/europes-digital-decade-digital-targets-2030_fr
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/europes-digital-decade-digital-targets-2030_fr
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/europes-digital-decade-digital-targets-2030_fr

FR

L’article 77, paragraphe 2, point b), du TFUE habilite I’UE a élaborer des mesures portant sur
les contrbles auxquels sont soumises les personnes franchissant les frontieres extérieures.
L’article 77, paragraphe 2, point d), du TFUE habilite ’UE a adopter des mesures en vue de
I’établissement progressif d’un systeme intégré de gestion des frontiéres extérieures.

Ces deux dispositions constituent la base juridique appropriée pour préciser les mesures
relatives au franchissement des frontiéres extérieures et pour élaborer les normes, y compris
en ce qui concerne les authentifiants de voyage numériques, qui doivent étre suivies dans le
cadre des vérifications aux frontiéres.

En ce qui concerne la question de la base juridique appropriée pour modifier le réglement de
I’UE sur les passeports®®, la Cour a explicitement établi, dans I’arrét Schwarz®®, qu’étant
donné que les contrbles aux frontieres extérieures impliquent la présentation de documents
pour I’identification des personnes, qu’il s’agisse de ressortissants de pays tiers ou de citoyens
de I’Union, le réglement de I’UE sur les passeports avait, & juste titre, été adopté sur le
fondement de [D’article 62, paragraphe 2, sous a), du traité instituant la Communauté
européenne, le prédécesseur de ’article 77, paragraphe 2, point b), du TFUE.

. Subsidiarité (en cas de compétence non exclusive)

Le cadre juridique actuel de ’'UE ne permet pas 1’utilisation de solutions numériques pour
vérifier a distance 1’authenticité et 1’intégrité des documents de voyage lors des vérifications
aux frontiéres. En raison de la nature du probléme, les Etats membres seuls ne peuvent pas
introduire, d’une maniére efficace, un format uniforme pour les authentifiants de voyage
numériques fondés sur des documents de voyage réglementés a 1’échelle de I’UE et faciliter
ainsi la mobilité transfrontiére.

Une action au niveau de I’Union apporterait une valeur ajoutée considérable pour relever les
défis liés a la sécurité et a la facilitation des déplacements. La situation actuelle porte atteinte
a la sécurité aux frontiéres de I’UE ainsi qu’au bon fonctionnement des frontiéres extérieures
et de I’ensemble de I’espace Schengen. Alors que les fronticres extérieures et I’'UE dans son
ensemble sont mises a rude épreuve, une action conjointe de I’UE nous permettrait de mettre
en place des mesures uniformes pour améliorer la gestion intégrée des frontieres et atteindre
un niveau minimal de maturité numérique dans tous les Etats membres de I"UE.

Les modifications qu’il convient d’apporter aux parties pertinentes de I’acquis de Schengen
(principalement le code frontieres Schengen et le réglement de I’UE sur les passeports) ne
sont possibles qu’au niveau de 1’Union. Par ailleurs, en raison de leur portée, de I’'incidence et
des effets attendus, les objectifs ne peuvent étre atteints de maniere efficiente et efficace qu’au
niveau de I’UE.

. Proportionnalité

Conformément au principe de proportionnalité établi a 1’article 5, paragraphe 4, du traité sur
I’Union européenne, il est nécessaire de veiller a ce que la nature et I’intensité d’une mesure
donnée correspondent au probléme détecté. Les problemes visés par la présente initiative

% Reglement (CE) n°2252/2004 du Conseil du 13 décembre 2004 établissant des normes pour les
éléments de sécurité et les éléments biométriques intégrés dans les passeports et les documents de
voyage délivrés par les Etats membres (JO L 385 du 29.12.2004, p. 1).

% CJUE, arrét du 17.10.2013 dans D’affaire C-291/12, Michael Schwarz/Stadt Bochum.
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appellent une action législative au niveau de I’'UE pour permettre aux Etats membres de s’y
attaquer de maniére adéquate.

La présente proposition de reéglement prévoit 1’introduction d’authentifiants de voyage
numériques fondés sur des documents de voyage, que les voyageurs peuvent utiliser, s’ils le
souhaitent, aux fins de se soumettre aux vérifications aux frontiéres. Les Etats membres
seraient tenus de permettre aux voyageurs d’utiliser des authentifiants de voyage numériques
pour franchir les frontiéres dés que la solution technique a 1’échelle de I’UE sera préte a étre
déployée. Avant cette date, les Etats membres pourraient élaborer des solutions nationales
pour I’utilisation d’authentifiants de voyage numériques a leurs frontieres extérieures.

Par conséquent, la présente proposition de réglement aide les Etats membres a remédier aux
problémes liés a I’augmentation des volumes de voyageurs, tout en assurant des niveaux de
sécurité (plus) élevés et en facilitant les formalités pour les voyageurs individuels. L’initiative
nécessite certes une intervention réglementaire et technique, mais elle est proportionnée au
regard de la réalisation des objectifs et n’excéde pas ce qui est nécessaire.

. Choix de ’instrument

Les objectifs de la présente initiative ne peuvent étre atteints que par un acte législatif qui
créera une solution technique a 1’échelle de I’UE et qui sera directement applicable sans qu’il
soit nécessaire de transposer la mesure dans les ordres juridiques nationaux, et qui modifiera
les dispositions existantes des réglements relatifs aux vérifications aux frontieres et aux
documents de voyage.

Par conséquent, un acte revétant la forme d’un réglement portant création d’une application
uniforme de I’UE pour la transmission des données de voyage, et modifiant le code frontiéres
Schengen, le réglement de I’UE sur les passeports et le réglement eu-LISA, est nécessaire.

3. RESULTATS [?ES E\{ALUATIONS EX POST, DES CONSULTATIONS DES
PARTIES INTERESSEES ET DES ANALYSES D’IMPACT

. Evaluations ex post/bilans de qualité de la législation existante

s.0.

. Consultation des parties intéressées

L’¢élaboration de la présente initiative a nécessité des consultations auprés d’un large éventail
de parties intéressées, au nombre desquelles:

. les autorités nationales des Etats membres (autorités frontaliéres, autorités
chargées de la délivrance des documents de voyage et décideurs);

o des agences de I’UE [telles que I’Agence européenne de garde-frontiéres et de
garde-cotes (Frontex), I’Agence de I’UE pour la gestion opérationnelle des
systéemes d’information a grande échelle au sein de 1’espace de liberté, de
sécurité et de justice (eu-LISA) et I’Agence des droits fondamentaux de
I’Union européenne (FRA)];

o les organisations internationales actives dans le secteur des voyages
internationaux;

o les entreprises du secteur et les particuliers.

Une consultation publique a été organisée dans le cadre de I’analyse d’impact. Une enquéte
Eurobarometre spéciale a également été réalisée afin de mieux comprendre la perception, par

FR



FR

les citoyens de 1’Union, de I'utilisation des authentifiants de voyage numériques pour les
déplacements transfrontiéres.

La plupart des parties intéressées ont exprimé un large soutien a I’initiative, soulignant les
avantages et la facilité attendus, tant pour les autorités frontalieres que pour les voyageurs, qui
découleraient du fait de permettre aux voyageurs d’utiliser des authentifiants de voyage
numeériques pour franchir les frontieres extérieures.

La nécessité d’une approche européenne uniforme pour permettre aux voyageurs d’utiliser des
authentifiants de voyage numériques lors du franchissement des frontieres extérieures a été
confirmée par la consultation ciblée des représentants nationaux:

. 96 % d’entre eux ont estimé qu’une approche uniforme au niveau de I’'UE était
essentielle ou absolument essentielle;

o 82 % d’entre eux ont considéré que la gestion pleinement intégrée des
frontiéres et des outils de facilitation au sein de I’'UE (sans chevauchement des
législations et des procédures liées a la gestion des frontieres entrainant des
inefficacités opérationnelles) étaient essentiels ou absolument essentiels.

Malgré I’incidence sur les systémes nationaux, 65 % des autorités des Etats membres
interrogées ont répondu qu’il devrait étre obligatoire d’accepter des authentifiants de voyage
numeériques, et 71 % ont répondu qu’il devrait étre obligatoire de permettre I’utilisation
d’authentifiants de voyage numériques pour faciliter les déplacements.

76 % des autorités des Etats membres interrogées ont indiqué qu’elles préféraient disposer
d’une application unique a I’échelle de I’'UE pour la transmission des données de voyage aux
autorités frontalieres. L ensemble des répondants ont déclaré qu’il était absolument essentiel
de veiller au respect des normes internationales (OACI) applicables aux authentifiants de
voyage numeériques.

La consultation publique a suscité un vif intérét, avec pres de 7 000 réponses au total,
émanant principalement d’Allemagne, d’Autriche et de Slovaquie (représentant
respectivement 58 %, 8 % et 8 % des réponses).

Les avis ont été largement négatifs en ce qui concerne I’utilisation des authentifiants de
voyage numeériques et la volonté¢ d’utiliser ces authentifiants lors du franchissement des
frontieres extérieures.

o 83 % des répondants ont estimé que les possibilités d’utilisation des
authentifiants de voyage numériques n’étaient pas importantes ou pas du tout
importantes, tandis que 12 % ont déclaré que ces possibilités étaient trés
importantes ou importantes.

o 72 % des répondants ont répondu négativement a la question de savoir si les
authentifiants de voyage numériques pourraient faciliter la procédure de
vérification aux frontieres.

. De méme, 58 % des répondants ont indiqué qu’il ne serait pas du tout utile de
pouvoir utiliser des authentifiants de voyage numériques pour d’autres
formalités administratives, tandis que 19 % des répondants ont indiquée que cela
ne serait pas utile.

. Seuls 12 % des répondants ont indiqué qu’ils envisageraient d’utiliser un
authentifiant de voyage numérique s’il était disponible, tandis que 6 % ont
déclaré qu’ils pourraient I’envisager sous certaines conditions.
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Parmi les raisons invoquées pour justifier ce manque d’intérét, les répondants ont
principalement avancé des préoccupations en matiére de protection des données et de respect
de la vie privée, ainsi qu’une satisfaction globale a 1’égard des procédures actuelles.

La Commission a également recu un nombre considérable de réponses a la consultation
publique par courrier postal, sous la forme d’une lettre type, sur laquelle seule 1’adresse avait
dd étre ajoutée. La possibilité d’une campagne ciblée ne peut étre exclue.

L’enquéte Eurobarométre spéciale EBS 5392 a porté sur 26 358 entretiens dans les 27 Etats
membres de I’UE et a abouti a des résultats différents.

L’enquéte a examiné les points de vue et les perceptions des citoyens de I’UE concernant les
politiques en matiére de déplacement liées a la facilitation des déplacements, y compris
I’introduction et ’utilisation d’authentifiants de voyage numériques. Deux tiers (67 %) des
Européens ont exprimé une perception positive des authentifiants de voyage numériques. En
revanche, un quart (26 %) des Européens ont émis un avis négatif a leur sujet.

Les répondants les plus jeunes, les étudiants, les cadres et les autres employés, les voyageurs
fréquents et ceux qui ont une vision positive de I’UE en général ont émis les avis les plus
favorables.

Les personnes qui ont une vision négative de I’UE, celles qui ne voyagent pas et celles qui ont
quitté 1’enseignement a plein temps a 1’age de 15 ans ou moins ont émis les avis les plus
défavorables.

Néanmoins, 68 % des Européens se sont déclarés favorables a ’utilisation d’authentifiants de
voyage numériques pour voyager en dehors de I’espace Schengen, tandis que 28 % s’y sont
déclarés opposes. Alors que le soutien des répondants plus agés était plus faible, 54 % des
répondants ages de 55 ans ou plus, et 50 % des retraites, se sont cependant déclarés favorables
a l'utilisation d’authentifiants de voyage numériques pour voyager en dehors de I’espace
Schengen.

Parmi les différentes préoccupations suscitées par I’utilisation d’authentifiants de voyage
numérique, prés de la moitié (49 %) des Européens ont estimé que les défaillances logicielles
représentaient la plus importante. Des préoccupations ont également été exprimées concernant
la protection des données, les problémes techniques et les cyberattaques.

Ces résultats positifs de I’enquéte Eurobarometre sont intéressants compte tenu, d’une part,
des réactions largement négatives qui ont été recueillies dans le cadre de la consultation
publique et, d’autre part, de 1’échantillon de population plus vaste et plus représentatif.

La présente initiative a tenu compte des observations recues dans le cadre des différentes
activités de consultation, par exemple en maintenant le caractere facultatif de I’utilisation des
authentifiants de voyage numériques (plutdt qu’en rendant cette utilisation obligatoire pour les
voyageurs), en établissant une norme technique uniforme pour les authentifiants de voyage
numériques (plutét qu’en laissant chaque Etat membre en décider), en incluant a la fois les
citoyens de 1I’Union et les ressortissants de pays tiers dans son champ d’application et en

% Enquéte Eurobaromeétre spéciale 539, «Digitalisation of travel documents and facilitation of travel»
(numérisation des documents de voyage et facilitation des déplacements), septembre 2023, disponible
en ligne: https://europa.eu/eurobarometer/surveys/detail/2967.
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optant pour une solution technique commune a I’échelle de I’UE pour la transmission des
authentifiants de voyage numériques (plutot qu’en laissant chaque Etat membre développer sa
propre solution) avec des normes de sécurité elevées.

. Obtention et utilisation d’expertise

La Commission a fait appel a un consultant externe pour réaliser une étude sur I’initiative de
I’UE concernant la numérisation des documents de voyage et la facilitation des déplacements,
afin de définir différentes options et d’évaluer leurs incidences. Cette étude a soutenu
I’¢élaboration du rapport d’analyse d’impact. Au cours de 1’étude, 1’avis et I’expertise de
parties intéressées ont été recueillis au moyen d’entretiens stratégiques, de consultations
ciblées, d’entretiens approfondis et d’une consultation publique. En outre, comme indiqué ci-
dessus, une enquéte Eurobaromeétre spéciale a été effectuée.

Trois Etats membres (la Finlande, la Croatie et les Pays-Bas) ménent également des activités
pilotes financées par I’UE pour tester les authentifiants de voyage numériques dans le cadre
des déplacements transfrontieres. Les expériences et les résultats obtenus a ce jour ont
¢galement été pris en compte et intégrés dans 1’analyse d’impact et la présente proposition.

. Analyse d’impact

Conformément a sa politique «Mieux légiférer», la Commission a réalisé une analyse
d’impact?’ au sujet de laquelle le comité d’examen de la réglementation a émis un avis
favorable le 15 décembre 2023%. Cette analyse d’impact a évalué trois options, chacune
impliquant des modifications législatives, étant donné qu’elles requiérent toutes des
modifications de 1’acquis de I’UE existant, en particulier pour ce qui est des documents de
voyage et des Vérifications aux frontiéres. Une approche non contraignante a donc été exclue
des le départ.

Toutes les options contenaient certains éléments fondamentaux communs, notamment:

. une période transitoire/de mise en ceuvre volontaire jusqu’a ce que la solution
technique de I’UE soit préte;

o le recours a une norme technique internationale existante;

. le caractere facultatif de 'utilisation des authentifiants de voyage numériques
par les voyageurs (exigence également confirmée par la consultation publique);

o une solution technique centrale a 1’échelle de I’'UE pour créer et transmettre les
authentifiants de voyage numériques.

La principale différence entre les trois options est le degré de flexibilité laissé aux Etats
membres en ce qui concerne:

1) la possibilit¢ pour les personnes de disposer d’authentifiants de voyage
numériques (certains ayant explicitement restreint aux autorités I’acces aux
données stockées sur la puce des documents de voyage);

21 SWD(2024) 671 final.
28 SEC(2024) 670; Ares(2023)8616773.
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2) le fait d’autoriser les voyageurs a utiliser des authentifiants de voyage
numeériques pour les voyages transfrontieres.

Optionn° 1

Elle permettrait aux Etats membres de mettre des authentifiants de voyage numériques a la
disposition des voyageurs et faciliterait ainsi les vérifications aux frontieres pour les
personnes disposant de ces authentifiants.

Option n° 2

Elle obligerait les Etats membres & mettre des authentifiants de voyage numériques a la
disposition des voyageurs et leur permettrait de mettre en ceuvre des mesures aux points de
passage frontaliers pour utiliser ces authentifiants.

Option n° 3

Elle obligerait les Etats membres & mettre des authentifiants de voyage numériques a la
disposition des voyageurs ainsi qu’a mettre en ceuvre des mesures aux points de passage
frontaliers pour utiliser ces authentifiants. Elle supprimerait les obstacles juridiques a
’utilisation des données figurant dans les documents de voyage numériques a des fins de
veérification aux frontieres et établirait une approche uniforme de 1’utilisation de ces données
dans tous les Etats membres.

Sur la base des conclusions du rapport d’analyse d’impact, ’option n° 3 a finalement été
privilégiée, mais une fois seulement que la solution technique centrale de I’UE aurait été mise
au point, les Etats membres pouvant dans I’intervalle choisir de participer comme dans
I’option n° 2, a savoir en:

a)  permettant aux citoyens de I’Union et aux ressortissants de pays tiers d’obtenir
leurs authentifiants de voyage numériques a partir de documents de voyage
existants conformes aux normes de ’OACI;

b) en les autorisant a utiliser des authentifiants de voyage numériques pour
franchir les frontiéres extérieures dans les Etats membres qui choisiraient de
mettre en ceuvre de tels authentifiants avant la mise en service de la solution
technique centrale de I’'UE;

c) en les autorisant a utiliser des authentifiants de voyage numériques pour
franchir les frontiéres extérieures dans tous les Etats membres, une fois que la
solution technique a I’échelle de I’UE serait préte.

L’option privilégiée est, globalement, celle qui contribuerait le plus a la réalisation des
objectifs consistant:

1)  a renforcer la sécurité dans 1’espace Schengen et ’efficacité de la gestion de
ses frontiéres extérieures;

2) & permettre aux voyageurs individuels de franchir les frontiéres de maniere
plus fluide.

Cela tient principalement & la «double» obligation qui incomberait aux Etats membres
d’autoriser les personnes a disposer d’authentifiants de voyage numériques et a les utiliser
effectivement pour franchir les frontiéres, ce qui, parmi toutes les options, devrait aboutir a
I’utilisation la plus ¢élevée des authentifiants de voyage numériques. Il s’agit donc de 1’option
permettant le mieux aux autorités de procéder a des vérifications préalables et de
«préautoriser» des voyageurs, tout en laissant a chaque voyageur (en possession d’un
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document de voyage muni d’une puce) le choix d’utiliser ou non des authentifiants de voyage
numeriques.

La normalisation des authentifiants de voyage numériques et leur utilisation aux fins de la
gestion des frontiéres extérieures dans I’ensemble des Etats membres apporteraient également
des avantages supplémentaires. Cela pourrait permettre aux transporteurs qui feraient le choix
d’intégrer les authentifiants de voyage numériques dans leurs flux de travail actuels
d’améliorer leur efficience. Cela permettrait aussi aux citoyens de 1’Union d’utiliser leurs
authentifiants de voyage numériques a d’autres fins, grace a I’établissement d’un attribut
¢lectronique pour le portefeuille européen d’identité numérique, par exemple, pour prouver
leur identité au sein de I’'UE, voire a 1’étranger dans les pays tiers acceptant leur utilisation.

L’option privilégi¢e crée une charge limitée pour les autorités nationales, qui est compensée
par l’incidence positive attendue des mesures. Il s’agit de rendre les vérifications aux
frontieres plus efficaces et plus efficientes, de permettre également une meilleure utilisation
des ressources au niveau local, en permettant, par exemple, aux agents de se concentrer sur les
analyses de risques, les patrouilles et d’autres taches. L’option privilégiée consiste
principalement a améliorer les dispositions existantes plutét qu’a créer de nouvelles
obligations, notamment en permettant des «vérifications aux frontiéres préalables a I’arrivée»
et I'«autorisation préalable» des voyageurs, avant leur arrivée au point de passage frontalier.
Les avantages finaux dépendent de I’utilisation effective des authentifiants de voyage
numériques, des informations supplémentaires et des évaluations fondées sur des scénarios

figurant dans le rapport d’analyse d’impact.

L’obligation d’autoriser 1’utilisation par les voyageurs d’authentifiants de voyage numériques
pour franchir les frontiéres extérieures créerait une charge en particulier: la mise en place
d’une solution d’intégration technique permettant de traiter 1’authentifiant de voyage
numérique dans les systemes nationaux de gestion des frontiéres.

La norme de ’OACI relative aux authentifiants de voyage numériques étant assez proche des
normes applicables aux documents de voyage existants, 1’intégration de cette norme ne
devrait pas étre excessivement complexe ou codteuse. Les Etats membres participant aux
projets pilotes sur les authentifiants de voyage numériques ont estimé le colt de cette
intégration entre 300 000 et 700 000 EUR par pays. En outre, il pourrait étre nécessaire
d’augmenter la capacité des serveurs, en fonction du pays et des points de passage frontaliers
exacts, ce qui pourrait représenter un cott allant jusqu’a 250 000 EUR par pays.

Afin de tenir compte de 1’évolution des structures nationales ainsi que des différences au
niveau de la maturité et des capacités technologiques et de permettre des frais généraux
raisonnables, on estime qu’en moyenne 2 millions d’EUR par Etat membre sont nécessaires
pour mettre en ceuvre des authentifiants de voyage numériques aux frontieres extérieures.

Les colts supportés par les institutions de ’UE se limiteraient aux colts engagés par 1’eu-
LISA pour le développement, le fonctionnement et la maintenance du systeme central de ’'UE
en vue d’obtenir un authentifiant de voyage numérique a partir d’un document de voyage
physique existant et pour soumettre cet authentifiant (ainsi que les données de voyage
nécessaires) a l’autorité responsable. L’eu-LISA a estimé les colts ponctuels liés au
développement et au fonctionnement d’une telle application a 55,6 millions d’EUR (d’ici a
2030) et le co(t annuel de sa maintenance a 6,2 millions d’EUR a partir de 2030.

. Réglementation affatée et simplification

Conformément au programme pour une réglementation affttée et performante (REFIT) de la
Commission, toutes les initiatives visant a modifier la législation existante de 1’Union
devraient s’attacher a simplifier et a réaliser plus efficacement les objectifs des mesures (a
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savoir la reduction des colts réglementaires inutiles). Bien que la présente proposition de
reglement ne fasse pas partie du programme REFIT, elle permettra de réduire 1’ensemble des
colts administratifs engagés par les autorités nationales dans le cadre des Vérifications aux
frontiéres, comme I’a démontré 1’analyse d’impact.

Il n’y a pas d’incidence directe sur les PME. Malgré les gains de temps pour les voyageurs, y
compris les hommes et femmes d’affaires, toute incidence indirecte sur les PME, pour
lesquelles ces personnes pourraient voyager, est trop éloignée pour étre mesurée et tout au
plus négligeable.

. Droits fondamentaux

La présente proposition a une incidence positive sur le droit fondamental de circuler et de
séjourner librement consacré a ’article 45 de la charte des droits fondamentaux de 1’Union
européenne, en ce qu’elle confére aux bénéficiaires du droit a la libre circulation la possibilité
de créer un authentifiant de voyage numérique fondé sur leur passeport physique et leur
permet ainsi d’exercer ce droit plus facilement.

La proposition a une incidence limitée sur la protection d’autres droits fondamentaux.

En ce qui concerne la protection des données a caractére personnel, les autorités frontaliéres
traitent déja les données a caractere personnel de toutes les personnes franchissant les
frontiéres extérieures, de méme que les autorités chargées de la délivrance des documents de
voyage. La présente proposition n’a pas d’incidence sur le volume et les catégories de
données a caractére personnel actuellement traitées dans le cadre du contrdle aux frontiéres et
de la délivrance de documents en vertu du droit de 1’Union et du droit national.

Seul I’élément temporel (2 savoir le moment ou les données sont traitées) change, étant donné
que les autorités frontaliéres seraient en mesure d’effectuer a 1’avance la plupart des
vérifications qui sont actuellement effectuées une fois que le voyageur se trouve au point de
passage frontalier. En cas d’utilisation de I’application de voyage numérique de I’UE par le
voyageur pour créer son authentifiant de voyage numérique sur la base de son document de
voyage physique existant, une vérification de son identité serait effectuée automatiquement
par I’application, en plus de la vérification de 1’identit¢ au point de passage frontalier

physique.

Par ailleurs, si les voyageurs sont en mesure d’utiliser des authentifiants de voyage
numeériques pour leurs déplacements, la qualité des données s’améliorera par rapport a celle
des données auto-déclarées manuellement, qui peuvent comporter des erreurs et,en fin de
compte, entrainer un allongement des délais de traitement, des sanctions, voire un refus
d’entrée.

Malgré le recours a une solution technique centrale de I’'UE pour la création et la transmission
des authentifiants de voyage numériques fondés sur des passeports de I’UE ou des passeports
délivrés par des pays tiers, 1’authentifiant de voyage numérique ne serait pas stocké de
maniere centralisée. La proposition ne prévoit pas la création d’une nouvelle base de données.
Une fois I’authentifiant de voyage numérique créé/obtenu a partir d’un document de voyage
existant, il serait stocké sur 1’appareil mobile du titulaire. Les personnes concernées garderont
donc le contrble de leurs propres données et pourront choisir de les utiliser ou non et a quel
moment. Si la personne choisit d’utiliser ses données pour une verification préalable et ainsi
faciliter son voyage, elle pourra les communiquer aux autorités compétentes par
I’intermédiaire de 1’application développée et gérée sur le plan opérationnel par I’eu-LISA.

L’eu-LISA et les autorités nationales devraient prévoir des garanties appropriées, telles que le
chiffrement des données a caractere personnel et des mesures de cybersécurité, afin de
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prévenir les fuites de données et les violations de données et d’assurer une protection contre
les cyberattaques et les applications logicielles qui exécutent des taches automatisées.

Pour pouvoir étre utilisé, 1’authentifiant de voyage numérique transmis par 1’utilisateur doit
étre temporairement stocké dans une base de données locale dans I’Etat membre responsable.
Cette base de données/galerie temporaire serait alimentée avec les images faciales contenues
dans les authentifiants de voyage numeriques transmis. Cela est nécessaire pour établir la
correspondance biométrique entre le voyageur et 1’authentifiant de voyage numérique
transmis lorsque le voyageur se présente au point de passage frontalier.

Il s’agit d’'une mise en correspondance «restreinte» destinée a vérifier 1’identit¢ de la
personne, par opposition a la mise en correspondance biométrique «large» nécessaire a
I’identification d’un individu. Une fois la vérification a la frontiére effectuée, les données
devraient étre supprimées de la base de données temporaire, a l’instar de ce qui est
actuellement fait lors de la lecture des données stockées sur la puce des documents de voyage
physiques dans le cadre des vérifications aux frontiéres.

Etant donné le caractére facultatif de I’utilisation des authentifiants de voyage numériques
pour les voyageurs, ces derniers, en plus de disposer de la base juridique en droit de 1’Union
et en droit national pour le traitement des données a caractére personnel des voyageurs a des
fins de vérification aux frontieres, auraient a consentir au traitement de leurs données et au
stockage temporaire de I’authentifiant de voyage numérique dans la base de données locale.
Les voyageurs pourront a tout moment révoquer leur consentement sans que cela n’ait
d’incidence sur leur droit a effectuer des voyages transfrontieres.

Bien que les documents de voyage de I’UE ainsi que ceux de certains pays tiers contiennent
des données dactyloscopiques du titulaire, les empreintes digitales sont exclues du contenu
des authentifiants de voyage numériques. Cela est conforme a la spécification technique de
I’OACI relative aux authentifiants de voyage numériques.

En ce qui concerne les incidences sur les droits fondamentaux autres que le droit au respect de
la vie privée et a la protection des données a caractere personnel, la proposition n’aurait pas
d’incidence négative sur la protection des droits fondamentaux. En raison du caractére
facultatif de I’utilisation des authentifiants de voyage numeériques, les principes de non-
discrimination et d’inclusivité sont respectés.

Toute conséquence négative éventuelle associée a I’utilisation des authentifiants de voyage
numériques, telle qu’un refus d’entrée, une violation de données ou une utilisation illicite,
ferait I’objet des voies de recours existantes et applicables en vertu du droit de I’Union et du
droit national.

La présente proposition respecte les droits fondamentaux et observe les principes énoncés
dans la charte des droits fondamentaux de I’UE.

4. INCIDENCE BUDGETAIRE

La présente proposition aurait une incidence sur le budget et les besoins en personnel de 1’eu-
LISA et représenterait principalement des colts ponctuels pour les autorités frontalieres des
Etats membres.

Pour I’eu-LISA, on estime qu’un budget supplémentaire d’environ 49,5 millions d’EUR
(6 millions d’EUR au titre de 1’actuel budget de I’'UE sur 7 ans, le «cadre financier
pluriannuel») ainsi que 20 membres du personnel en équivalents temps plein (ETP) sont
nécessaires pour développer I’application de voyage numérique de I’UE et permettre a 1’cu-
LISA d’exécuter ses tiches conformément au réglement eu-LISA et a la présente proposition.

16

FR



FR

Ces colts et ETP couvrent toutes les activités: les activités préparatoires, I’acquisition de
logiciels et de matériel, I’analyse et la conception, le développement et les tests, la préparation
des centres de données, les codts de licence, le fonctionnement et la maintenance.

Pour les Etats membres, s’il n’est pas possible de déterminer avec précision les co(ts liés a la
mise en ceuvre de la présente proposition, on estime que I’investissement ponctuel pour
chaque pays s’éléve a environ 2 millions d’EUR. Cela inclut:

o I’augmentation de la capacité des serveurs et de la capacité de stockage pour
stocker temporairement les authentifiants de voyage numériques transmis par
les voyageurs (250 000 EUR);

o le développement de la connexion sécurisée au routeur VVoyageurs, permettant
I’intégration dans les systémes nationaux de gestion des frontiéres existants

(300 000 a 700 000 EUR);

. la mise a niveau ou I’acquisition de matériel pour traiter les authentifiants de
voyage numériques et prendre en charge la reconnaissance faciale, et la
formation du personnel (30 000 EUR).

5. AUTRES ELEMENTS
. Plans de mise en ceuvre et modalités de suivi, d’évaluation et d’information

La Commission veillera a ce que les dispositions nécessaires soient en place pour contréler le
fonctionnement des mesures proposées et les évaluer au regard des principaux objectifs
stratégiques. Cing ans apres le lancement des activités relevant de la proposition de reglement
et la mise en service de I’application de voyage numérique de I’UE qui sera développée et
gérée sur le plan opérationnel par I’eu-LISA, la Commission présentera au Parlement
européen et au Conseil un rapport évaluant la mise en ceuvre du réglement et sa valeur
ajoutée, y compris toute incidence directe ou indirecte sur les droits fondamentaux concernés.

Etant donné que les autorités compétentes seraient tenues d’autoriser les voyageurs a utiliser
des authentifiants de voyage numériques pour les voyages transfrontiéres une fois que la
solution technique commune de I’UE serait opérationnelle, cela permettra d’avoir une vue
d’ensemble de I’utilisation effective des authentifiants de voyage numériques par les
voyageurs, de leur valeur ajoutée en termes de renforcement de la sécurité et de facilitation
des déplacements, ainsi que des éventuels inconvénients.

En outre, la collecte de statistiques par 1’eu-LISA fournira & la Commission des données
fiables sur les volumes d’utilisateurs, les habitudes de déplacement et d’autres informations
utiles pour poursuivre le développement des processus dans I’intérét tant des voyageurs que
des autorités des Etats membres.

Le «manuel pratique a I’intention des garde-frontiéres»?® devrait étre mis & jour pour tenir
compte des modifications apportées au cadre juridique et fournir des

3 Annexe de la recommandation de la Commission établissant un «Manuel pratique a I’intention des
garde-frontiéres (manuel Schengen)» commun devant étre utilisé par les autorités compétentes des Etats
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orientations/recommandations pertinentes aux autorités nationales sur la mise en ceuvre des
authentifiants de voyage numériques dans le cadre de la gestion des frontiéres extérieures.

Enfin, la mise en ceuvre des mesures prévues par la présente proposition, y compris les
aspects liés a la protection des données, fera 1’objet d’un suivi et d’une évaluation dans le
cadre du mécanisme d’évaluation et de contrle Schengen®°.

. Explication détaillée de certaines dispositions de la proposition

L’article 1°" prévoit la création d’une application pour la transmission électronique des
données de voyage (I’«application de voyage numérique de ’'UE») et définit son objet et son
champ d’application.

L’article 2 contient les définitions utilisées aux fins du présent réglement.

L’article 3 définit la structure générale de 1’application de voyage numérique de I’'UE, y
compris la finalité de chacune de ses composantes techniques.

L’article 4 prévoit les régles générales relatives a la création et a 1’utilisation des
authentifiants de voyage numériques dans 1’application de voyage numérique de I’UE,
notamment en ce qui concerne la possibilit¢é d’utiliser des authentifiants de voyage
numériques créés précédemment et pouvant étre stockés dans le portefeuille européen
d’identité numérique de la personne.

L’article 5 définit les données de voyages que les voyageurs peuvent communiquer a
I’autorité frontaliecre au moyen de I’application de voyage numérique de I’UE. Outre
I’authentifiant de voyage numérique, des données sont nécessaires a I’appui des vérifications
aux frontiéres et de 1’autorisation préalable.

L’article 6 établit les regles relatives a la transmission des données de voyage aux autorités
frontaliéres compétentes, ainsi que les modalités applicables en matiere de désignation et de
notification des autorités compétentes par les Etats membres.

L’article 7 définit les régles relatives au traitement des données a caractére personnel et les
roles respectifs du responsable du traitement et du sous-traitant aux fins du traitement des

données a caracteére personnel transmises au moyen de 1’application de voyage numérique de
I’UE.

L’article 8 fixe les régles relatives au développement, au fonctionnement et a la maintenance

de I’application de voyage numérique de I’UE et les obligations qui en découlent pour 1’eu-
LISA.

L’article 9 établit les obligations qui incombent aux Etats membres pour étre en mesure de
recevoir les données transmises par 1’intermédiaire de 1’application de voyage numérique de
I’UE.

membres lors du contrble des personnes aux frontieres et remplagant la recommandation C(2019) 7131
final.

% Réglement (UE) 2022/922 du Conseil du 9 juin 2022 relatif a la création et au fonctionnement d’un
mécanisme d’évaluation et de controle destiné a vérifier ’application de 1’acquis de Schengen, et
abrogeant le reglement (UE) n° 1053/2013 (JO L 160 du 15.6.2022, p. 1).
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L’article 10 prévoit une campagne d’information destinée a informer le public de la possibilité
de créer des authentifiants de voyage numériques et de I’utilisation de I’application de voyage
numérique de I’'UE.

L’article 11 fixe les régles relatives aux coiits engagés par I’eu-LISA et les Etats membres au
titre des obligations qui leur incombent en vertu des articles 8 et 9, respectivement.

L’article 12 contient des dispositions relatives & la modification du reglement (CE)
n°2252/2004 afin d’établir la norme technique applicable aux authentifiants de voyage
numeériques ainsi que la possibilité pour les titulaires de demander ces authentifiants.

L’article 13 contient des dispositions relatives a la modification du réglement (UE) 2016/399
en ce qui concerne la réalisation des vérifications aux frontieres ainsi que 1’utilisation
ultérieure de systémes en libre-service et de I’application de voyage numérique de I’UE a ces
fins.

L’article 14 expose les modifications apportées au reglement (UE) 2018/1726 en ce qui
concerne les taches de 1’eu-LISA liées a I’application de voyage numérique de I’UE.

Les articles 15 a 20 contiennent les dispositions finales du présent réglement en ce qui
concerne I’adoption d’actes d’exécution, le suivi et I’évaluation du présent réglement ainsi
gue son entrée en vigueur et son application.
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2024/0670 (COD)
Proposition de
REGLEMENT DU PARLEMENT EUROPEEN ET DU CONSEIL

portant création d’une application pour la transmission électronique des données de
voyage («application de voyage numérique de I’UE») et modifiant les réglements (UE)
2016/399 et (UE) 2018/1726 du Parlement européen et du Conseil et le reglement (CE)
Nn° 2252/2004 du Conseil, en ce qui concerne Putilisation d’authentifiants de voyage
numeriques

LE PARLEMENT EUROPEEN ET LE CONSEIL DE L’UNION EUROPEENNE,

vu le traité sur le fonctionnement de 1’Union européenne, et notamment son article 77,
paragraphe 2, points b) et d),

vu la proposition de la Commission européenne,

apres transmission du projet d’acte 1égislatif aux parlements nationaux,

statuant conformément & la procédure Iégislative ordinaire,

considérant ce qui suit:

(1)  Des vérifications aux frontiéres extérieures efficaces et efficientes contribuent au bon

fonctionnement de I’espace sans controles aux frontiéres intérieures (ci-aprées
I’«espace Schengen») et a la sécurité intérieure de I’Union. L’inclusion dans les
documents de voyage délivrés par les Etats membres d’un support de stockage (puce)
contenant une image faciale du titulaire, par le réglement (CE) n° 2252/2004 du
Conseil®! et par le réglement (UE) 2019/1157%, et I’entrée en vigueur du réglement
(CE) n°562/2006 du Parlement européen et du Conseil®® ont fortement contribué a
I’établissement de normes de sécurité élevées et a une gestion solide des frontieres
extérieures. Les verifications aux frontiéres effectuées conformément au réglement
(UE) 2016/399 du Parlement européen et du Conseil®* servent a identifier les

31

32

33

34

Reglement (CE) n° 2252/2004 du Conseil du 13 décembre 2004 établissant des normes pour les
éléments de sécurité et les éléments biométriques intégrés dans les passeports et les documents de
voyage délivrés par les Etats membres (JO L 385 du 29.12.2004, p. 1).

Reglement (UE) 2019/1157 du Parlement européen et du Conseil du 20 juin 2019 relatif au
renforcement de la sécurité des cartes d’identité des citoyens de 1’Union et des documents de séjour
délivrés aux citoyens de 1’Union et aux membres de leur famille exercant leur droit a la libre circulation
(JO L 188 du 12.7.2019, p. 67, ELI: http://data.europa.eu/eli/reg/2019/1157/0j).

Réglement (CE) n° 562/2006 du Parlement européen et du Conseil du 15 mars 2006 établissant un code
communautaire relatif au régime de franchissement des frontiéres par les personnes (code frontiéres
Schengen) (JO L 105 du 13.4.2006, p. 1).

Reglement (UE) 2016/399 du Parlement européen et du Conseil du 9 mars 2016 concernant un code de
I’Union relatif au régime de franchissement des frontiéres par les personnes (code frontieéres Schengen)
(JO L 77 du 23.3.2016, p. 1).
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(2)

(3)

(4)

voyageurs de maniére fiable, a prévenir les menaces pour la sécurité intérieure, 1’ordre
public, la santé publique et les relations internationales des Etats membres, ainsi qu’a
lutter contre la migration irréguliére, tout en respectant les droits fondamentaux.

Etant donné qu’a I’heure actuelle, I’examen des documents de voyage et les
vérifications aux frontieres reposent sur des documents et interactions physiques, les
autorités frontaliéres des Etats membres ne sont pas en mesure de vérifier a distance
I’authenticité et I’intégrit¢é des documents de voyage et de procéder aux controles
nécessaires dans les bases de données avant I’arrivée des voyageurs aux points de
passage frontaliers physiques, a I’exception des passagers aériens pour lesquels les
informations préalables sur les passagers ont été communiquées et traitées. Compte
tenu de 1’accroissement des flux de voyageurs aux frontieres extérieures de 1’espace
Schengen et de la mise en service du systéme d’entrée/de sortie créé par le réglement
(UE) 2017/2226 du Parlement européen et du Conseil®®, qui exigera des ressortissants
de pays tiers auquel il s’appliquera qu’ils fournissent des données supplémentaires
pour les vérifications aux frontiéres, il est essentiel que les autorités frontaliéres
puissent utiliser des solutions techniques sécurisées pour effectuer les contrbles
nécessaires avant 1’arrivée des voyageurs aux points de passage frontaliers.

Le cadre juridique existant relatif aux documents de voyage et aux Vvérifications aux
frontieres, qui se compose notamment des reglements (CE) n°2252/2004, (UE)
XXXXIXXXX36 [COM(2024) 316 final] et (UE) 2016/399, n’autorise pas I’utilisation
des données présentes sur le support de stockage des documents de voyage pour
effectuer de telles verifications aux frontiéres préalables et autoriser au préalable
I’entrée de voyageurs, ni leur utilisation pour d’autres finalités. A la suite d’avancées
récentes intervenues au niveau international, plus précisément dans le contexte des
travaux de normalisation menés par 1’Organisation de ’aviation civile internationale
(ci-apreés I’«OACI»), ainsi qu’en ce qui concerne les capacités et la fiabilité de la
reconnaissance faciale, cette technologie est désormais disponible et apporte une
réponse aux appels a faciliter les déplacements transfrontaliers tout en garantissant des
niveaux de sécurité élevés, dans le plein respect des droits fondamentaux, notamment
le droit a la vie privée et la protection des données a caractére personnel.

En conséquence, il y a lieu d’actualiser le cadre juridique existant pour que tant les
voyageurs que les autorités frontalieres puissent bénéficier de vérifications aux
frontiéres plus efficientes et plus efficaces, grace a I’utilisation d’«authentifiants de
voyage numériques», c’est-a-dire la représentation numérique de 1’identité d’une
personne qui est obtenue a partir des informations stockées sur le support de stockage
(puce) du document de voyage (passeport ou carte d’identité de I’'UE) et qui peut étre

35

36

Reglement (UE) 2017/2226 du Parlement européen et du Conseil du 30 novembre 2017 portant création
d’un systéme d’entrée/de sortie (EES) pour enregistrer les données relatives aux entrées, aux sorties et
aux refus d’entrée concernant les ressortissants de pays tiers qui franchissent les frontiéres extérieures
des Etats membres et portant détermination des conditions d’accés a I’EES a des fins répressives, et
modifiant la convention d’application de 1’accord de Schengen et les réglements (CE) n° 767/2008 et
(UE) n°1077/2011 (JO L 327 du 9.12.2017, p. 20), ELI...)

Reglement (UE) XXXX/XXXX du Conseil du XXX relatif au renforcement de la sécurité des cartes
d’identité des citoyens de I’Union et des documents de séjour délivrés aux citoyens de I’Union et aux
membres de leur famille exercant leur droit a la libre circulation (JO L XX, XXX, p. X, ELI: XXX).
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()

(6)

(7)

(8)

validée, ce qui permettra de raccourcir les temps d’attente et de traitement aux points
de passage frontaliers et accroitra la capacité des autorités de procéder a un controle
préalable des voyageurs, de planifier et de gérer les ressources et de se concentrer sur
les voyageurs présentant un risque plus élevé.

Pour atteindre ses objectifs, le présent réglement devrait s’appliquer aux personnes
jouissant du droit & la libre circulation au titre du droit de I’Union ainsi qu’aux
ressortissants de pays tiers.

Afin de parvenir a une approche uniforme au niveau de I’Union et de maximiser les
gains en termes de facilitation des voyages et d’économies d’échelle, il convient
d’établir une solution technique commune pour la transmission des données de voyage
électroniques, plutdt que de laisser chaque Etat membre développer la sienne. Cette
application destinée a la transmission électronique des données de voyage (ci-aprés
I’«application de voyage numérique de I’UE») devrait se composer d’une application
mobile conviviale, d’un service de validation c6té serveur capable de vérifier
I’authenticité et 1’intégrité des documents de voyage et de comparer 1’image faciale de
I’utilisateur avec celle présente dans la puce du document de voyage, et d’un élément
technique assurant la communication sécurisée des données de voyage entre
I’application et I’autorité destinataire (le «routeur Voyageurs»). A plus long terme, de
nouvelles fonctionnalités devraient venir étoffer ’application de voyage numérique de
I’UE, en vue de parvenir a une application compléte faisant office de guichet unique
au niveau de 1’Union pour appuyer la gestion des frontieres extérieures.

Avec I’application de voyage numérique de I’UE, les voyageurs devraient pouvoir
créer un authentifiant de voyage numérique a usage unique ou multiple ou récupérer
un authentifiant de voyage numérique déja créé. Pour des raisons de sécurité et pour
lutter contre la fraude a I’identité, le service de validation c6té serveur de 1’application
de voyage numérique de I’'UE devrait pouvoir vérifier, avant la création d’un
authentifiant de voyage numérique, 1’authenticité et I’intégrité du document de voyage
et vérifier que 1’utilisateur est bien le titulaire légitime de ce document, en comparant
I’image faciale stockée dans la puce du document de voyage et I’image faciale du
titulaire prise en directe. Les authentifiants de voyage numériques destinés a étre
utilisés plusieurs fois devraient pouvoir étre stockes dans le portefeuille européen
d’identit¢ numérique des utilisateurs, délivré conformément au reglement (UE)
n° 910/2014 du Parlement européen et du Conseil®’. Les personnes ne possédant pas
de portefeuille européen d’identité numérique établi par ce réglement devraient
pouvoir stocker leur authentifiant de voyage numérique localement dans 1’application
mobile.

Aux fins de la vérification aux frontiéres préalable portant sur les personnes jouissant
du droit a la libre circulation au titre du droit de 1’Union, lorsque celles-ci y sont
soumises, et de I’autorisation préalable pour les ressortissants de pays tiers, les
voyageurs utilisant un authentifiant de voyage numérique devraient également déclarer
certaines données de voyage utiles, comme la date et I’heure auxquelles ils prévoient

37

Reglement (UE) n® 910/2014 du Parlement européen et du Conseil du 23 juillet 2014 sur I’identification
électronique et les services de confiance pour les transactions électroniques au sein du marché intérieur
et abrogeant la directive 1999/93/CE (JO L 257 du 28.8.2014, p. 73).
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©)

(10)

(11)

(12)

de franchir la frontiére et I’Etat membre dont ils franchiront la frontiére extérieure. I
convient que ces données soient limitées a celles qui sont nécessaires a la réalisation
de la vérification aux frontiéres, y compris pour faciliter la vérification du respect des
conditions d’entrée.

Le routeur VVoyageurs devrait transmettre les données de voyage communiquées par le
voyageur aux autorités frontaliéres pour la vérification aux frontieres préalable et
I’autorisation préalable. En conséquence, les Etats membres devraient étre tenus de
désigner les autorités frontalieres autorisées a recevoir ces données.

La création, la transmission et l’utilisation des authentifiants de voyage numériques
pour effectuer les vérifications aux frontieres ont une incidence sur le droit a la vie
privée et sur la protection des données a caractére personnel. Afin de respecter
pleinement les droits fondamentaux des voyageurs, il convient de prévoir des limites
et garanties adéquates. Toutes les données transmises par les voyageurs a une autorité
frontaliére avant le voyage, et en particulier les données a caractére personnel,
devraient étre limitées a ce qui est nécessaire et proportionné aux objectifs poursuivis
par le présent reglement, a savoir renforcer la sécurité, faciliter les voyages et assurer
le bon fonctionnement de I’espace Schengen. Des garanties devraient étre prévues
pour que le traitement des données au titre du présent réglement n’entraine aucune
forme de discrimination. Aucune donnée a caractére personnel ne devrait étre stockée
au niveau de I’'UE en dehors de I’étape nécessaire a sa transmission a l’autorité
frontaliere.

Les voyageurs devraient étre libres de choisir d’utiliser un authentifiant de voyage
numérique ou un document de voyage physique aux fins des veérifications aux
frontiéres et ils devraient pouvoir retirer leur consentement au traitement de leurs
données a caractére personnel a tout moment, sans que cela n’affecte leur droit de
franchir les frontiéres extérieures. Tout traitement des données a caractere personnel
au titre du présent reglement devrait étre effectué conformément aux dispositions du
réglement (UE) 2016/679 du Parlement européen et du Conseil®® et du réglement (UE)
2018/1725 du Parlement européen et du Conseil®®, dans les limites de leur champ
d’application respectif.

Pour garantir le respect du droit fondamental a la vie privée et la protection des
données & caractére personnel et pour favoriser la clarté juridique, il convient que le
responsable du traitement et le sous-traitant soient identifiés. Pour assurer des
garanties et une sécurité adéquates, toutes les communications entre le routeur
Voyageurs et I’autorité compétente devraient étre protégées par des méthodes de
chiffrement fort afin que les éventuelles violations de données n’entrainent pas la
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Reglement (UE) 2016/679 du Parlement européen et du Conseil du 27 avril 2016 relatif a la protection
des personnes physiques a I’égard du traitement des données a caractére personnel et a la libre
circulation de ces données, et abrogeant la directive 95/46/CE (réglement général sur la protection des
données) (JO L 119 du 4.5.2016, p. 1, ELI: http://data.europa.eu/eli/req/2016/679/0j).

Réglement (UE) 2018/1725 du Parlement européen et du Conseil du 23 octobre 2018 relatif a la
protection des personnes physiques a I’égard du traitement des données a caractére personnel par les
institutions, organes et organismes de 1’Union et a la libre circulation de ces données, et abrogeant le
reglement (CE) n°45/2001 et la décision n°1247/2002/CE (JO L 295 du 21.11.2018, p. 39, ELI:
http://data.europa.eu/eli/req/2018/1725/0j).
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(13)

(14)

(15)

(16)

divulgation de données qui permettraient de remonter jusqu’a une personne. Les Etats
membres devraient assurer aux autorités frontaliéres, avant qu’elles ne puissent traiter
les données transmises au moyen de 1’application de voyage numérique de I’UE, une
formation appropriée sur les aspects relatifs a la sécurité et la protection des données.

L’Agence de I’Union européenne pour la gestion opérationnelle des systémes
d’information a grande échelle au sein de 1’espace de liberté, de sécurité et de justice
(I’«eu-LISA»), créée par le reglement (UE) 2018/1726 du Parlement européen et du
Conseil*?, devrait étre chargée du développement et de la maintenance de 1’application
de voyage numérique de I’UE. Elle devrait donc mettre en place les mesures
nécessaires a la gestion opérationnelle de ’application de voyage numérique de I’UE,
notamment en ce qui concerne le développement et le suivi du systeme et
I’établissement des rapports y afférents. Avant la mise en service de 1’application de
voyage numérique de I’UE, des essais devraient étre réalisés, conformément aux
spécifications techniques, par I’eu-LISA, en collaboration avec les autorités
compétentes. L’eu-LISA devrait également recueillir des statistiques sur 1’utilisation
de I’application.

L’eu-LISA devrait étre chargée de tout le développement, du fonctionnement et de la
maintenance de 1’application de voyage numérique de I’UE, y compris du routeur
Voyageurs qui transmet les données de voyage aux autorités compétentes, tandis qu’il
devrait incomber a chaque Etat membre de se doter, au niveau national, d’une
connexion sécurisée dans son systéeme national pour recevoir lesdites données, dont il
assurerait le développement, le fonctionnement et la maintenance. Les Etats membres
devraient également étre chargés de la gestion et des modalités de 1’acces du personnel
dOment autoriseé des autorités frontaliéres aux données de voyage.

Pour mieux faire connaitre les authentifiants de voyage numériques au public et
encourager leur utilisation, la Commission devrait mener, en collaboration avec 1’eu-
LISA, 1I’Agence européenne de garde-frontiéres et de garde-cotes et les autorités
frontalieres nationales, des campagnes d’information expliquant les objectifs,
’utilisation et d’autres aspects importants de ’application de voyage numérique de
I’UE, notamment en ce qui concerne la protection et la sécurité des données.

Compte tenu des intéréts de I’Union en jeu, les colits engagés par I’eu-LISA pour
I’exécution de ses taches au titre du présent réglement et du réglement (UE)
2018/1726 en ce qui concerne le développement, le fonctionnement, la maintenance et
la gestion globale de 1’application de voyage numérique de I’UE devraient étre
supportés par le budget de I’Union. Les coflits engagés au niveau national pour le
développement, le fonctionnement et la maintenance de la connexion sécurisée
permettant la réception des données de voyage transmises via le routeur VVoyageurs
devraient rester a la charge des Etats membres.

40

Réglement (UE) 2018/1726 du Parlement européen et du Conseil du 14 novembre 2018 relatif a
I’Agence de 1’Union européenne pour la gestion opérationnelle des systémes d’information a grande
échelle au sein de ’espace de liberté, de sécurité et de justice (eu-LISA), modifiant le réglement (CE)
n°® 1987/2006 et la décision 2007/533/JAl du Conseil et abrogeant le réglement (UE) n° 1077/2011 (JO
L 295 du 21.11.2018, p. 99).
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L’eu-LISA devrait rendre compte régulierement au Parlement européen et au Conseil
sur les progrés accomplis dans la conception et la mise au point de 1’application de
voyage numérique de ’UE, notamment sur les cofts, les incidences financiéres et tout
probléme ou risque technique susceptible de se poser. Un rapport distinct devrait étre
remis au Parlement européen et au Conseil une fois que le développement de
I’application de voyage numérique de I’UE sera achevé.

Etant donné que ’application de voyage numérique de I’UE devrait étre congue, mise
au point, hébergée et gérée techniquement par I’eu-LISA, il y a lieu de modifier le
reglement (UE) 2018/1726 en y ajoutant les tdches concernées.

Pour établir les spécifications types des authentifiants de voyage numériques de
I’Union basés sur les documents de voyage, il convient de modifier le réglement (CE)
n° 2252/2004. Afin d’encourager I’adoption des authentifiants de voyage numériques,
lors de la demande ou du renouvellement d’un document de voyage, I’intéressé devrait
pouvoir demander que lautorit¢ compétente lui délivre, en plus du document
physique, un authentifiant de voyage numérique correspondant. Les titulaires de
documents de voyage valides devraient également pouvoir créer un authentifiant de
voyage numérique sur la base de leur document de voyage physique existant. Les
authentifiants de voyage numériques devraient pouvoir étre stockés dans le
portefeuille européen d’identité numérique.

Afin de garantir une approche cohérente au niveau international et I’interopérabilité
des authentifiants de voyage numériques a 1’échelle mondiale, le cadre juridique
actualisé devrait, autant que possible, étre fondé sur les normes et pratiques
internationales pertinentes convenues dans le cadre de ’OACI.

Méme si I’utilisation des authentifiants de voyage numériques devrait étre facultative
pour les voyageurs, pour atteindre les objectifs consistant a accroitre la sécurité dans
I’espace Schengen, a faciliter les voyages et a atteindre un niveau minimal de maturité
numérique dans I’ensemble des Etats membres en matiére de gestion des frontiéres,
tous les Etats membres devraient étre tenus d’autoriser les voyageurs a utiliser des
authentifiants de voyage numériques pour franchir les frontiéres extérieures lorsque
I’application de voyage numérique de I’UE sera opérationnelle. Dans 1’intervalle, les
Etats membres peuvent mettre au point des solutions nationales permettant d’utiliser
des authentifiants de voyage numériques, conformes au format unique, pour les
vérifications aux frontieres.

Pour accelérer les formalités et réduire le temps total passé aux points de passage
frontaliers, les ressortissants de pays tiers soumis au systetme d’entrée/de sortie
devraient étre autorisés a utiliser I’application de voyage numérique de I’'UE pour
préenregistrer certaines données requises pour le franchissement des frontiéres. Les
Etats membres devraient étre autorisés a utiliser des mesures techniques efficaces et
proportionnées, y compris des systemes en libre-service et des portes électroniques,
pour Vvérifier I’identité de ressortissants de pays tiers dont les données ne sont pas
encore enregistrées dans le systéme d’entrée/de sortie, au lieu de les orienter vers un
garde-frontiére pour la vérification physique de leur identité, pour autant que des
vérifications physiques soient effectuées de maniére aléatoire et que la méthode de
vérification alternative ne repose pas uniquement sur [’application de voyage
numérique de ’'UE.

La Commission devrait, cinq ans aprés la mise en service de 1’application de voyage
numérique de I’UE, procéder a une évaluation de ladite application et de son
utilisation et ¢laborer un rapport, comprenant des recommandations, a 1’intention du
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Parlement européen, du Conseil, du Contréleur européen de la protection des données
et de ’Agence des droits fondamentaux de 1’Union européenne. L’évaluation et le
rapport devraient porter sur la maniere dont les objectifs du présent réglement ont été
atteints et sur la maniere dont les droits fondamentaux ont été affectés, si tant est qu’ils
I’aient été.

Afin d’assurer des conditions uniformes d’exécution du présent réglement, en ce qui
concerne la norme technique relative aux authentifiants de voyage numeériques,
I’architecture technique et les spécifications techniques pour 1’application de voyage
numérique de I’UE et son essali, la collecte des statistiques ainsi que la mise en service
de I’application de voyage numérique de I’UE et la manicre dont les documents de
voyage et les authentifiants de voyage numériques sont verifiés, il convient de
conférer des compétences d’exécution a la Commission Ces compétences devraient
étre exercées en conformité avec le reglement (UE) n°182/2011 du Parlement
européen et du Conseil*!,

Le présent reglement est sans préjudice de la possibilité de permettre, en vertu du droit
de I’Union ou du droit national, ’utilisation des authentifiants de voyage numériques a
des fins autres que la réalisation des Vérifications aux frontiéres, pour autant que ce
droit national soit conforme au droit de 1’Union.

Etant donné que les objectifs du présent réglement, a savoir accroitre la sécurité et
faciliter les voyages dans le contexte de la gestion des frontiéres extérieures, ne
peuvent pas étre atteints de maniére suffisante par les Etats membres mais peuvent, en
raison de leur caractére intrinséquement transfrontiére, 1’étre mieux au niveau de
I’Union, celle-ci peut prendre des mesures, conformément au principe de subsidiarité
consacré a I’article 5 du traité sur I’Union européenne. Conformément au principe de
proportionnalité énoncé audit article, le présent réglement n’excéde pas ce qui est
nécessaire pour atteindre ces objectifs.

Conformément aux articles 1° et 2 du protocole n°22 sur la position du Danemark
annex¢ au traité sur I’Union européenne et au traité sur le fonctionnement de I’Union
européenne, le Danemark ne participe pas a 1’adoption du présent réglement et n’est
pas lié par celui-ci ni soumis a son application. Le présent reglement développant
I’acquis de Schengen, le Danemark décide, conformément a 1’article 4 dudit protocole,
dans un délai de six mois a partir de la décision du Conseil sur le présent réglement,
s’il le transpose dans son droit interne.

Le présent reglement ne constitue pas un développement des dispositions de 1’acquis
de Schengen auxquelles 1’Irlande participe conformément a la décision 2002/192/CE
du Conseil*?; I’Irlande ne participe donc pas a 1’adoption du présent réglement et n’est
pas liée par celui-ci ni soumise a son application.
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Réglement (UE) n° 182/2011 du Parlement européen et du Conseil du 16 février 2011 établissant les
régles et principes généraux relatifs aux modalités de contrdle par les Etats membres de 1’exercice des
compétences d’exécution par la Commission (JO L 55 du 28.2.2011, p. 13).
Décision du Conseil 2002/192/CE du 28 février 2002 relative a la demande de ’Irlande de participer a
certaines dispositions de 1’acquis de Schengen (JO L 64 du 7.3.2002, p. 20).
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En ce qui concerne I'Islande et la Norvege, le présent réglement constitue un
développement des dispositions de 1’acquis de Schengen au sens de 1’accord conclu
par le Conseil de I’Union européenne, la République d’Islande et le Royaume de
Norvége sur I’association de ces deux Etats a la mise en ceuvre, a I’application et au

développement de I’acquis de Schengen*® qui relévent du domaine visé a I’article 1%,
point A, de la décision 1999/437/CE du Conseil*.

En ce qui concerne la Suisse, le présent reglement constitue un développement des
dispositions de 1’acquis de Schengen au sens de 1’accord entre I’Union européenne, la
Communauté¢ européenne et la Confédération suisse sur 1’association de la
Confédération suisse a la mise en ceuvre, a 1’application et au développement de
’acquis de Schengen® qui relévent du domaine visé a I’article 1¥', point A, de la
décisi0n61999/437/CE, lu en liaison avec ’article 3 de la décision 2008/146/CE du
Conseil“.

En ce qui concerne le Liechtenstein, le présent reglement constitue un développement
des dispositions de I’acquis de Schengen au sens du protocole entre 1’Union
européenne, la Communauté européenne, la Confédération suisse et la Principauté de
Liechtenstein sur 1’adhésion de la Principauté de Liechtenstein a 1’accord entre
I’Union européenne, la Communauté européenne et la Confédération suisse sur
I’association de la Confédération suisse a la mise en ceuvre, a 1’application et au
développement de I’acquis de Schengen*’ qui relévent du domaine visé a I’article 1%,
point A, de la décision 1999/437/CE, lu en liaison avec I’article 3 de la décision
2011/350/UE du Conseil“.

En ce qui concerne Chypre, le présent réglement constitue un acte fondé sur I’acquis
de Schengen ou qui s’y rapporte, au sens de I’article 3, paragraphe 1, de I’acte
d’adhésion de 2003.

Le Contrbleur européen de la protection des données a été consulté conformément a
Iarticle 42, paragraphe 1, du réglement (UE) 2018/1725 et a rendu un avis le [XX]*,
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JO L 176 du 10.7.1999, p. 36.

Décision 1999/437/CE du Conseil du 17 mai 1999 relative a certaines modalités d’application de
I’accord conclu par le Conseil de 1’Union européenne et la République d’Islande et le Royaume de
Norvége sur I’association de ces Etats & la mise en ceuvre, a I’application et au développement de
’acquis de Schengen (JO L 176 du 10.7.1999, p. 31).

JO L 53 du 27.2.2008, p. 52.

Décision 2008/146/CE du Conseil du 28 janvier 2008 relative a la conclusion, au nom de la
Communauté européenne, de 1’accord entre I’Union européenne, la Communauté européenne et la
Confédération suisse sur ’association de la Confédération suisse a la mise en ceuvre, a I’application et
au développement de I’acquis de Schengen (JO L 53 du 27.2.2008, p. 1).

JO L 160 du 18.6.2011, p. 21.

Décision 2011/350/UE du Conseil du 7 mars 2011 relative a la conclusion, au nom de 1’Union
européenne, du protocole entre I’Union européenne, la Communauté européenne, la Confédération
suisse et la Principauté de Liechtenstein sur I’adhésion de la Principauté de Liechtenstein a 1’accord
entre I’Union européenne, la Communauté européenne et la Confédération suisse sur 1’association de la
Confédération suisse a la mise en ceuvre, a 1’application et au développement de 1’acquis de Schengen
en ce qui concerne la suppression des contrbles aux frontiéres intérieures et la circulation des personnes
(JO L 160 du 18.6.2011, p. 19).

[JocC...].
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ONT ADOPTE LE PRESENT REGLEMENT:

Article premier
Objet et champ d’application

1. Le présent reglement crée une application pour la transmission électronique des
données de voyage (I’«application de voyage numérique de I’UE») destinée a:

(@) la création d’authentifiants de voyage numériques au sens de [D’article 2,
point 31), du réglement (UE) 2016/399;

(b) lasaisie des données de voyage autodéclarées;

(c) Ila transmission sécurisée a I’autorité compétente des authentifiants de voyage
numeriques et des données de voyage autodéclarées, en vue de faciliter les
déplacements et d’effectuer les vérifications aux frontiéres sur les personnes,
conformément a I’article 8, paragraphe 2 sexies et paragraphe 3, point j), du
reglement (UE) 2016/399.

2. Le présent reglement fixe les conditions de développement, de fonctionnement et de
maintenance de I’application de voyage numérique de I’UE.

Article 2
Définitions
Aux fins du présent reglement, on entend par:

(@ «vérifications aux frontieres»: les vérifications telles que définies a I’article 2,
point 11), du réglement (UE) 2016/399;

(b)  «personnes jouissant du droit a la libre circulation au titre du droit de 1’Uniony:
les personnes telles que définies a I’article 2, point5), du reglement (UE)
2016/399;

(c) «ressortissant de pays tiers»: les personnes telles que définies a I’article 2,
point 6), du reglement (UE) 2016/399;

(d) «routeur Voyageursy, I’¢élément technique mentionné a ’article 5.

Article 3
Structure générale de I’application de voyage numérique de I’'UE
L’application de voyage numérique de I’UE est composée des éléments suivants:

(@ une application mobile permettant de créer des authentifiants de voyage
numériques a usage unique ou multiple et de saisir des données de voyage
autodéclarees;

(b) un service de validation coté serveur, assurant la confirmation de 1’authenticité
et de I’'intégrit¢ des données stockées sur la puce ou de ’authentifiant de
voyage numérique, au moyen de certificats disponibles et, s’il y a lieu, d’une
comparaison de 1I’image faciale prise de 1’utilisateur avec celle du document de
voyage ou de I’authentifiant de voyage numérique;

(c) unrouteur Voyageurs, qui assure une communication sécurisée et cryptée entre
I’application mobile et I’autorité destinataire.
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Article 4
Création et utilisation des authentifiants de voyage numériques

Les personnes jouissant du droit a la libre circulation au titre du droit de I’Union qui
sont en possession de I'un des documents de voyage suivants peuvent utiliser
I’application de voyage numérique de I’UE pour créer un authentifiant de voyage
numerique, a usage unique ou multiple, basé sur ce document de voyage:

(@ un document de voyage délivré conformément au reglement (CE)
n® 2252/2004;

(b) une carte d’identité délivrée conformément au réglement (UE) XXXX/XXXX
[COM(2024) 316 final];

() un document de voyage qui contient les mémes données, qui est fondé sur des
spécifications techniques compatibles avec celles prévues par le réglement
(CE) n°2252/2004 et qui permet la vérification de son authenticité, de sa
validité et de son intégrité.

L’application de voyage numérique de ’UE prévoit la possibilit¢ de stocker un
authentifiant de voyage numérique a usages multiples dans le portefeuille européen
d’identit¢é numérique, dont les dispositions afférentes sont énoncées dans le
réglement (UE) n° 910/2014.

L’application de voyage numérique de I’UE doit étre en mesure d’extraire:

(@ un authentifiant de voyage numérique précédemment délivré ou créé
conformément a 1’article 1%, paragraphe 1 bis, du reglement (CE) n° 2252/2004
ou & I’article 2 du réglement (UE) XXXX/XXXX [COM(2024) 671 final];

(b) un authentifiant de voyage numérique créé conformément au paragraphe 1 du
présent article.

Les ressortissants de pays tiers en possession d’un document de voyage qui contient
un support de stockage peuvent, sous réserve qu’il existe des certificats valables
nécessaires a la vérification de son authenticité, utiliser 1’application de voyage
numérique de I’UE pour créer un authentifiant de voyage numérique a usage unique
ou multiple.

Avant la création d’un authentifiant de voyage numérique ainsi qu’il est prévu aux
paragraphes 1 et 4, I’application de voyage numérique de I’'UE vérifie I’intégrité et
I’authenticité du support de stockage du document de voyage et compare I’image
faciale de la personne souhaitant créer 1’authentifiant avec I’image faciale stockée sur
le support de stockage.

L’utilisation de ’application de voyage numérique de I’UE ainsi que la création et
’utilisation d’authentifiants de voyage numériques par les personnes jouissant du

Reéglement (UE) XXXX/XXXX du Conseil du XXX relatif a la délivrance d’authentifiants de voyage
numériques basés sur la carte d’identité et aux normes techniques s’y rapportant (JO L [...] du [...],
p. [...], ELI: XXXX).
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droit a la libre circulation au titre du droit de I’Union et par les ressortissants de pays
tiers sont facultatives et fondees sur leur consentement.

Les authentifiants de voyage numériques créés en vertu du présent article n’incluent
pas les empreintes digitales du titulaire.

Article 5
Données de voyage devant étre transmises par les voyageurs

Les données de voyage comprennent les données suivantes relatives a chaque
voyageur:

(@ un authentifiant de voyage numérique au sens de I’article 2, point 31), du
reglement (UE) 2016/399;

(b) la date et I’heure d’arrivée ou de départ prévues;
(c) I’Etat membre dont la frontiére extérieure est franchie.

Les données de voyage peuvent aussi comprendre, s’il y a lieu, les données suivantes
relatives a chaque voyageur:

(@ le numéro d’identification du vol, le numéro d’immatriculation de Ia
compagnie de croisiére, le numéro d’identification du navire et le numéro
d’immatriculation du véhicule;

(b) des documents justifiant 1’objet et les conditions du séjour envisagé, comme
I’exige I’article 6 du réglement (UE) 2016/399.

Dans chaque cas, les données de voyage sont limitées a celles qui sont nécessaires a
la réalisation des vérifications aux frontieres conformément au réglement (UE)
2016/399.

Article 6

Transmission des données de voyage aux autorités frontaliéres compétentes

Le routeur Voyageurs transmet a 1’autorité frontaliere compétente les données de
voyage communiquées par le voyageur, conformément aux spécifications techniques
adoptées en application de 1’article 16, paragraphe 1, point a).

Les Etats membres désignent les autorités frontaliéres compétentes autorisées a
recevoir les données de voyage qui leur sont transmises par le routeur Voyageurs
conformément au présent réglement. Au plus tard le [date de mise en service de
I’application de voyage numérique de I’UE], ils notifient a I’eu-LISA le nom et les
coordonnées des autorités frontalieres compétentes et, si nécessaire, actualisent les
informations notifiées.

Article 7
Traitement des données a caractére personnel

Les autorités frontalieres compétentes sont les responsables du traitement des
données, au sens de I’article 4, point 7), du reglement (UE) 2016/679, en ce qui
concerne le traitement des données de voyage, qui constituent des données a
caractere personnel, recues par 1’intermédiaire du routeur Voyageurs.
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Chaque Etat membre désigne une autorité compétente en qualité de responsable du
traitement des données et en communique le nom et les coordonnées a la
Commission, a I’eu-LISA et aux autres Etats membres.

L’eu-LISA est le sous-traitant des données, au sens de I’article 3, point 12), du
reglement (UE) 2018/1725, pour le traitement des données de voyage constituant des
données a caractére personnel effectué dans D’application mobile et par
I’intermédiaire du routeur Voyageurs. Elle est le responsable du traitement des
données, au sens de I’article 3, point 9), dudit réglement, pour le traitement des
données de voyage effectué par I’intermédiaire du service de validation c6té serveur.

Ne sont stockées par le service de validation coté serveur et sur le routeur \Voyageurs
que les données a caractére personnel nécessaires a la création de 1’authentifiant de
voyage numeérique et a la transmission des données de voyage aux autorités
frontaliéres compétentes.

Les utilisateurs de ’application de voyage numérique de I’'UE peuvent révoquer a
tout moment leur consentement au traitement de leurs données a caractére personnel
dans ladite application.

Article 8
Création et fonctionnement de ’application de voyage numérique de I’UE

L’eu-LISA développe ’application de voyage numérique de I’'UE et ses ¢éléments
conformément aux spécifications techniques adoptées en application de I’article 16,
paragraphe 1, point a).

Le conseil de gestion du programme mentionné a I’article 54 du réglement (UE)
2019/817 veille a la bonne gestion de la phase de développement de 1’application de
voyage numérique de I’UE. Le conseil de gestion du programme se réunit
réguliérement et soumet chaque mois au conseil d’administration de 1’eu-LISA des
rapports écrits sur I’état d’avancement de cette phase.

L’eu-LISA assure la gestion opérationnelle ainsi que la sécurité, a un niveau adéquat,
de I’application de voyage numérique de I’UE. Elle assure également I’hébergement
de I’application.

L’eu-LISA veille a ce que I’application de voyage numérique de I’UE soit
interopérable avec le portefeuille européen d’identité numérique établi en vertu du
réglement (UE) n° 910/2014.

Lorsque 1’eu-LISA estime que le développement de I’application de voyage
numérique de I’UE est achevé, elle procede, dans les meilleurs délais, a des essais de
I’application, en coopération avec les autorités frontalieres compétentes et avec les
autorités d’autres FEtats membres concernés, conformément aux spécifications
techniques adoptées en application de 1’article 16, paragraphe 1, pointc), et elle
informe la Commission des résultats de ces essais.

L’eu-LISA recueille des statistiques sur 1’utilisation de 1’application de voyage
numérique de I’UE, conformément a I’article 16, paragraphe 1, point b).

L’eu-LISA accomplit des taches liées a la formation des autorités nationales
compétentes a I’utilisation technique de 1’application de voyage numérique de I’UE.
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Article 9
Responsabilités des Etats membres
1. Chaque Etat membre est chargé:

(@) d’assurer une connexion sécurisée entre son systéme national et le routeur
Voyageurs, pour recevoir les données transmises par 1’intermédiaire de ce
dernier;

(b) du développement, du fonctionnement et de la maintenance de la connexion
visée au point a);

(c) de la gestion et des modalités de 1’accés du personnel diiment autorisé des
autorités frontaliéres aux données regues par I’intermédiaire du routeur
Voyageurs, en vue d’effectuer les vérifications aux frontiéres conformément au
reglement (UE) 2016/399.

2. Chaque Etat membre assure au personnel des autorités frontaliéres qui a le droit
d’accéder aux données transmises par 1’intermédiaire du routeur Voyageurs, avant de
I’autoriser a traiter ces données, une formation appropriée sur, en particulier, les
regles de sécurité et de protection des données et sur les droits fondamentaux
applicables.

Article 10
Campagne d’information

En coopération avec I’eu-LISA, I’ Agence européenne de garde-frontieres et de garde-cotes et
les autorités frontaliéres nationales, la Commission promeut la mise en service de
I’application de voyage numérique de I’UE par une campagne d’information expliquant au
public les objectifs et les finalités de cette application, les principales opérations de traitement
qui y seront effectuées, d’autres aspects liés a la protection et a la sécurité des données, et des
cas d’utilisation de I’application.

Article 11
Co0ts

1. Les colts engagés par 1’eu-LISA pour le développement, le fonctionnement,
I’hébergement et la gestion technique de I’application de voyage numérique de ’'UE
au titre du présent réglement sont a la charge du budget général de I’Union.

2. Les colts engagés par les Etats membres pour le développement, le fonctionnement
et la maintenance de leurs connexions sécurisées servant a recevoir les données
transmises par le routeur VVoyageurs sont a la charge de ces Etats membres.

Article 12
Modifications apportées au reglement (CE) n° 2252/2004
Le reglement (CE) n° 2252/2004 est modifié comme suit:
1) a l’article 1, le paragraphe suivant est inséré:

«1 bis. A la demande de I’intéressé, les passeports et documents de voyage délivrés
par les Etats membres & leurs propres ressortissants sont accompagnés d’un
authentifiant de voyage numerique qui:
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(@) repose sur les spécifications techniques adoptées en application de I’article 2,
point d);

(b) est dans un format permettant son stockage dans les portefeuilles européens
d’identité numérique, dont les dispositions afférentes sont énoncées dans le
reglement (UE) n° 910/2014 du Parlement européen et du Conseil,

(c) estgratuit;

(d) contient les mémes données a caractére personnel, y compris I’image faciale,
que le passeport ou le document de voyage sur la base duquel il est délivré ou
crée.

Aux fins du point d), les authentifiants de voyage numériques délivrés ou créés en vertu du
présent article n’incluent pas les empreintes digitales du titulaire.

Les Etats membres permettent I’authentification et la validation des authentifiants de voyage
numériques conformément aux spécifications techniques fixées en application de I’article 2,

point d).

* Reglement (UE) n°910/2014 du Parlement européen et du Conseil
du 23 juillet 2014 sur I’identification électronique et les services de confiance pour
les transactions électroniques au sein du marché intérieur et abrogeant la
directive 1999/93/CE (JO L 257 du 28.8.2014, p. 73).»;

(2) a l’article 2, le point suivant est ajouté:

«d) les spécifications techniques, notamment les procédures et exigences applicables aux
authentifiants de voyage numeriques, leur schéma de données et leur format, leur délivrance,
leur procédure de divulgation, leur authentification et validation, leur révocation, leur modele
de confiance et leur validité.»;

(3) a l’article 4, le paragraphe suivant est ajouté:

«4. Les Etats membres autorisent les acteurs concernés associés au processus de
franchissement des frontieres extérieures a accéder au support de stockage des passeports et
des documents de voyage, a I’exception des empreintes digitales, avec le consentement de la
personne a laquelle le passeport ou le document de voyage a été délivré.».

Article 13
Modifications apportées au reglement (UE) 2016/399
Le reglement (UE) 2016/399 est modifié comme suit:
1) a l’article 2, les points 31) a 34) suivants sont ajoutés:

«31) «authentifiant de voyage numérique»: la représentation numérique de I’identité d’une
personne, délivrée ou créée conformément a 1’article 4 du réglement (UE) XXXX/XXXX
[COM(2024) 670 final]*, a I’article 1*', paragraphe 1 bis, du réglement (CE) n°® 2252/2004**
ou a I’article 2 du reglement (UE) XXXX/XXXX [COM(2024) 671 final]***;

32) «application de voyage numérique de I’UE»: le systéme créé par le réglement (UE) .../...
[COM(2024) 670 final] du Parlement européen et du Conseil;
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33) «vérification aux frontiéres préalablex»: les vérifications effectuées sur les personnes
jouissant du droit a la libre circulation au titre du droit de I’Union, au moyen d’un
authentifiant de voyage numérique et d’autres données pertinentes;

34) «autorisation préalable»: la vérification du respect de certaines ou de toutes les conditions
d’entrée applicables aux ressortissants de pays tiers, au moyen d’un authentifiant de voyage
numérique et d’autres données pertinentes qui permettent d’effectuer les vérifications aux
frontieres.

* Reéglement (UE) .../... du ... portant création d’une application pour la transmission
électronique des données de voyage («application de voyage numérique de I'UE») et
modifiant les réglements (UE) 2016/399 et (UE) 2018/1726 du Parlement européen et du
Conseil et le reglement (CE) n°2252/2004 du Conseil, en ce qui concerne I’utilisation
d’authentifiants de voyage numériques (JO... du [...], p.[...], ELL ...).

** Réglement (CE) n°2252/2004 du Conseil du 13 décembre 2004 établissant des normes
pour les éléments de sécurité et les éléments biométriques intégres dans les passeports et les
documents de voyage délivrés par les Etats membres (JO L 385 du 29.12.2004, p. 1).

*#% Reglement (UE) ..../.... du Conseil du ... relatif a la délivrance d’authentifiants de
voyage numériques basés sur la carte d’identité et aux normes techniques s’y rapportant (JO L

[...Jdul...],p. [...], ELL ...).»;
(2) L’article 8 est modifié comme suit:

(@ le paragraphe suivant est ajouté:

«2 octies. Les vérifications énoncées au paragraphe 2 du présent article sont effectuées a
I’avance, au plus tard 36 heures avant la date et I’heure d’arrivée ou de départ prévues, visées
a l’article 5 du réglement (UE) .../... [COM(2024) 670 final], lorsque les données ont été
regues selon les modalités mentionnées a 1’article 8 ter bis, paragraphe 1, du présent
reglement. Lorsque ces vérifications sont effectuées a 1’avance, les données recues peuvent
étre comparees, au point de passage frontalier, aux données figurant dans le document de
voyage physique ou dans I’authentifiant de voyage numérique. L’identité de la personne
concernée ainsi que l’authenticité et I'intégrit¢ du document de voyage physique ou de
I’authentifiant de voyage numérique sont vérifiées.

Avant la mise en service de I’application de voyage numérique de I’UE, ainsi qu’il est prévu a
I’article 15 du reglement (UE) .../... [COM(2024) 670 final], les vérifications énoncées au
paragraphe 2 du présent article peuvent étre effectuées a ’avance, au plus tard 36 heures
avant la date et I’heure d’arrivée ou de départ prévues, lorsque les données ont été recues a
I’avance sur la base de I’authentifiant de voyage numérique. Lorsque ces vérifications sont
effectuées a 1’avance, les données regues peuvent étre comparées, au point de passage
frontalier, aux données figurant dans le document de voyage physique ou dans I’authentifiant
de voyage numérique. L’identité de la personne concernée ainsi que 1’authenticité et
I’intégrité du document de voyage physique ou de 1’authentifiant de voyage numérique sont
vérifiées.»;
(b) au paragraphe 3, le point suivant est ajouté:

«j) lorsqu’un authentifiant de voyage numérique a été recu a 1’avance, le paragraphe 3 bis du
présent article s’applique.»;

(c) le paragraphe suivant est insére:
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«3 bis. Le respect des conditions d’entrée énoncées a I’article 6 du présent reglement est
vérifié a I’avance, au plus tard 36 heures avant la date et I’heure d’arrivée ou de départ
prévues, visées a ’article 5 du réglement (UE) .../... [COM(2024) 670 final], lorsque les
données ont été regues selon les modalités mentionnées a 1’article 8 ter bis, paragraphe 2, du
présent réglement. Lorsque cette vérification est effectuée a I’avance, les données recues
peuvent étre comparées, au point de passage frontalier, aux données figurant dans le
document de voyage physique ou dans I’authentifiant de voyage numérique. L’identité de la
personne concernée ainsi que I’authenticité et I’intégrité du document de voyage physique ou
de I’authentifiant de voyage numérique sont verifiées.

Avant la mise en service de ’application de voyage numérique de I’UE, ainsi qu’il est prévu a
I’article 15 du réglement (UE) .../... [COM(2024) 670 final], le respect des conditions
d’entrée énoncées a ’article 6 du présent réglement peut étre vérifié a ’avance, au plus tard
36 heures avant la date et I’heure d’arrivée ou de départ prévues, lorsque les données ont été
recues a l’avance sur la base de I’authentifiant de voyage numérique. Lorsque cette
veérification est effectuée a 1’avance, les données regues peuvent étre comparées, au point de
passage frontalier, aux données figurant dans le document de voyage physique ou dans
I’authentifiant de voyage numérique. L’identit¢ de la personne concernée ainsi que
I’authenticité et I’intégrité du document de voyage physique ou de 1’authentifiant de voyage
numérique sont vérifiées.»;

(d) le paragraphe suivant est inséré:

«10. La Commission adopte des actes d’exécution en vue d’établir des normes minimales en
ce qui concerne la technologie, les méthodes et les procédures qu’il convient d’appliquer pour
vérifier ’authenticité et la validité des documents de voyage, y compris les titres de séjour,
visas et visas de long séjour, et des authentifiants de voyage numériques, conformément au
présent article.

Ces actes d’exécution sont adoptés en conformité avec la procédure d’examen visée a
I’article 38, paragraphe 2.»;

(3) a l’article 8 bis, le paragraphe suivant est inséré:
«4 bis. A titre d’alternative au paragraphe 4, point b) ii), la vérification peut étre effectuée:
a) au moyen de mesures techniques efficaces et proportionnées; et

b) par la réalisation, de maniére aléatoire, des vérifications mentionnées au paragraphe 4,
point b) ii).

Cette autre forme de vérification ne repose pas uniquement sur 1’application de voyage
numérique de I’UE.»;

4) I’article suivant est inséré:
«Article 8 ter bis
Utilisation de [’application de voyage numérique de ['UE

1. Les personnes jouissant du droit a la libre circulation au titre du droit de 1’Union qui sont
en possession d’un authentifiant de voyage numérique peuvent utiliser 1’application de voyage
numérique de I’'UE aux fins des vérifications aux frontiéres préalables prévues a I’article 8,
paragraphe 2 octies.

2. Les ressortissants de pays tiers, y compris ceux soumis a un enregistrement dans I’EES,
peuvent utiliser I’application de voyage numérique de I'UE aux fins de 1’autorisation
préalable, dans le respect de ’article 8, paragraphe 3, point j).».
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Article 14
Modifications apportées au reglement (UE) 2018/1726
Le réglement (UE) 2018/1726 est modifié comme suit:
1) I’article suivant est inséré:
«Article 8 quinquies
Tdches liées a I’application de voyage numérique de ['UE
En ce qui concerne I’application de voyage numérique de I’UE, I’ Agence s’acquitte:

a) des taches qui lui sont confiées par le reglement (UE) .../... [COM(2024) 670 final] du
Parlement européen et du Conseil*;

b) des taches liées a une formation relative a 1’utilisation technique de I’application de voyage
numérique de I’UE.

* Reglement (UE) .../... du ... portant création d’une application pour la transmission
¢lectronique des données de voyage («application de voyage numérique de I’UE») et
modifiant les réglements (UE) 2016/399 et (UE) 2018/1726 du Parlement européen et du
Conseil et le reglement (CE) n°2252/2004 du Conseil, en ce qui concerne I’utilisation
d’authentifiants de voyage numériques (JO... du [...], p.[...], ELL ...).»;

(2) a l’article 14, le paragraphe 1 est remplacé par le texte suivant:

«1. L’Agence suit les progres de la recherche présentant de I’intérét pour la gestion
opérationnelle du SIS 11, du VIS, d’Eurodac, de I’EES, d’ETIAS, de DubliNet, de I’ECRIS-
TCN, du systeme e-CODEX, de la plateforme de collaboration des ECE, de 1’application de
voyage numérique de I’UE et des autres systémes d’information a grande échelle visés a
I’article 1¥', paragraphe 5.»;

(3) a l’article 19, le paragraphe 1 est modifié comme suit:
(@ le point ee) est remplacé par le texte suivant:

«ee) adopte les rapports sur le développement de I’EES, prévus a I’article 72, paragraphe 2,
du réglement (UE) 2017/2226, les rapports sur le développement de I’ETIAS, prévus a
I’article 92, paragraphe 2, du réglement (UE) 2018/1240, les rapports sur le développement de
I’ECRIS-TCN et de I’application de référence de I’ECRIS, prévus a I’article 36, paragraphe 3,
du reglement (UE) 2019/816 et les rapports sur le développement de 1’application de voyage
numérique de I’UE, prévus a I’article 18 du réglement (UE) .../... [COM(2024) 670 final];»;

(b) au point ff), le point suivant est inséré:

«x) I’application de voyage numérique de I’UE, conformément a 1’article 18, paragraphe 1, du
reglement (UE) .../... [COM(2024) 670 final];»;

(¢) le point suivant est inséré:

«ll ter) établit et publie des statistiques sur 1’utilisation de 1’application de voyage numérique
de I’UE, conformément a I’article 8, paragraphe 6, du réeglement (UE) .../... [COM(2024) 670
final];»;

4) a larticle 22, paragraphe 4, I’alinéa suivant est inséré apres le septiéme alinéa:

«L’Agence européenne de garde-frontiéres et de garde-cOtes peut assister aux réunions du
conseil d’administration en tant qu’observateur lorsqu’une question concernant 1’application
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de voyage numérique de I’UE, liée a I’application du réglement (UE) 2016/399, figure a
I’ordre du jour.»;

()

A I’article 24, paragraphe 3, le point u) est remplacé par le texte suivant:

«de préparer les rapports sur le développement de ’EES prévus a ’article 72, paragraphe 2,
du réglement (UE) 2017/2226, les rapports sur le développement d’ETIAS prévus a
’article 92, paragraphe 2, du réglement (UE) 2018/1240 et les rapports sur le developpement
de I’application de voyage numérique de I’UE prévus a ’article 18 du réglement (UE) .../...
[COM(2024) 670 final], et de les soumettre au conseil d’administration pour adoption;».

FR

DISPOSITIONS FINALES

Article 15
Mise en service de ’application de voyage numérique de I’'UE

La Commission fixe, par la voie d’un acte d’exécution, la date a laquelle
I’application de voyage numérique de I’UE sera mise en service une fois que ’eu-
LISA I’aura informée que les essais de I’application visés a ’article 8, paragraphe 5
sont concluants.

La Commission fixe la date visée au premier alinéa a une date qui n’est pas
postérieure a 30 jours a compter de la date d’adoption de I’acte d’exécution.

Article 16
Actes d’exécution
La Commission, par voie d’actes d’exécution:

(@) établit I’architecture technique de 1’application de voyage numérique de I’'UE
ainsi que les spécifications techniques pour 1’application mobile, les services
coté serveur et le routeur VVoyageurs;

(b) établit les statistiques que 1’eu-LISA doit recueillir sur [’utilisation de
I’application de voyage numérique de I’UE;

(c) établit les spécifications pour les essais de I’application de voyage numérique
de ’UE devant étre réalisés avant sa mise en service;

(d) fixe la date de mise en service de 1’application de voyage numérique de I’'UE
par I’eu-LISA.

Les actes d’exécution visés au paragraphe 1 sont adoptés en conformité avec la
procédure d’examen visée a I’article 17, paragraphe 2.

Article 17
Comité

La Commission est assistée par le comité institué par 1’article 6 du réglement (CE)
n°®1683/95 du Conseil. Ce comité est un comité au sens du reglement (UE)
n® 182/2011.

Lorsqu’il est fait référence au présent paragraphe, 1’article 5 du reglement (UE)
n° 182/2011 s’applique.
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Article 18
Suivi et évaluation

L’eu-LISA veille & ce que des procédures soient mises en place pour suivre le
développement de I’application de voyage numérique de I’UE par rapport aux
objectifs fixés en matiére de planification et de colts et pour suivre le
fonctionnement de ’application par rapport aux objectifs fixés en matiere de résultats
techniques, de codt-efficacité, de sécurité et de qualité du service.

Au plus tard le 1°" janvier 2028, puis tous les douze mois pendant la phase de
développement, I’eu-LISA soumet au Parlement européen et au Conseil un rapport

sur 1’état d’avancement du développement de I’application de voyage numérique de
I’UE.

Le rapport prévu au paragraphe 2 contient des informations détaillées sur les colts
engagés et sur tout risque susceptible d’avoir une incidence sur les colts globaux de
I’application de voyage numérique de I’UE qui doivent étre supportés par le budget
général de I’Union. Il contient également des informations détaillées sur la
réalisation technique du projet et sur tous les problemes et risques techniques
susceptibles d’avoir une incidence sur le développement global et la mise en service
de I’application de voyage numérique de I’UE.

Une fois achevée la phase de développement de I’application de voyage numérique
de I'UE, I’eu-LISA soumet un rapport au Parlement européen et au Conseil
expliquant la maniere dont les objectifs, en particulier ceux ayant trait a la
planification et aux co(ts, ont été atteints, et justifiant les écarts éventuels.

Au plus tard le ... [cinq ans aprés la mise en service de 1’application de voyage
numérique de I’UE], la Commission procede a une évaluation globale de
I’application de voyage numérique de I’UE et de son utilisation. Le rapport
d’évaluation globale ainsi établi comprend une évaluation de ’application du présent
reglement et un examen des résultats obtenus par rapport aux objectifs fixés, ainsi
que de I’incidence sur les droits fondamentaux. Le rapport comprend également une
évaluation globale visant a déterminer si la raison d’étre de I’application de voyage
numérique de I’UE continue d’exister et si les caractéristiques techniques de
I’application sont adaptées; sont en outre évaluées la sécurité de 1’application et les
éventuelles implications pour les opérations futures. L’évaluation formule les
recommandations nécessaires. La Commission transmet le rapport au Parlement
européen, au Conseil, au Contrbleur européen de la protection des données et a
I’ Agence des droits fondamentaux de 1’Union européenne.

Article 19
Groupe consultatif

Les responsabilités du groupe consultatif sur ’interopérabilité de I’eu-LISA visées a ’article
75 du réglement (UE) 2019/817 sont étendues pour y inclure I’application de voyage
numérique de ’UE. Le groupe consultatif se réunit régulierement jusqu’a la mise en service
de ’application de voyage numérique de I’UE. Aprés chaque réunion, il rend compte au
conseil de gestion du programme. Ce groupe consultatif apporte a I’eu-LISA son expertise en
rapport avec I’application de voyage numérique de I’UE, notamment dans le contexte de
I’¢laboration de son programme de travail annuel et de son rapport d’activité annuel. Il fournit
en outre 1’expertise technique nécessaire pour appuyer les taches du conseil de gestion du
programme et suit 1’état de préparation des Etats membres.
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Article 20
Entrée en vigueur et application

Le présent reglement entre en vigueur le vingtieme jour suivant celui de sa publication au
Journal officiel de |’Union européenne.

Toutefois, I’article 12, paragraphe 1, s’applique a partir du [douze mois aprés [’entrée en
vigueur de [’acte d’exécution visé a l’article 2, point d), du réglement (CE) n° 2252/2004].

Le présent reglement est obligatoire dans tous ses éléments et directement applicable dans les
Etats membres conformément aux traités.

Fait a Strasbourg, le

Par le Parlement européen Par le Conseil
La présidente Le président
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